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1 Tim hiéu router khong day cla
ban
1.1 Chao mung!

Cam on ban da mua router khong day ASUS RT-AX52!

Router RT-AX52 siéu mong va thai trang tich hop ca hai bang tan
kép 2.4GHz va 5GHz cho phép truyén dong thgi cac n6i dung HD
khong day chat lugng vugt troi va Cong nghé Mang Xanh ASUS -
cung cap giai phap tiét kiém dién dén 70%.

1.2 Phukién kém theo san pham
M Router khdng day RT-AX52 & Cép mang (RJ-45)

M Adapter AC (dién xoay chiéu) & Hudng dan khéi dong
nhanh

GHI CHU:

NEu bat ky phu kién nao bi hdng hodc thiéu, hay lién hé véi ASUS dé
dugc ho trg va tu van vé ky thuat; Tham khao danh sach Budng Day
N6ng H6 Trg ASUS & mat sau s6 hudng dan st dung nay.

Gilt lai hop dung géc phong khi sau nay ban can dén cac dich vu bao
hanh nhu stfa chita hodc thay thé san pham.



1.3 Router khong day ctia ban

&gééé} 7 D OOWU 712

0 DPén LED ngudn
Tat: Khéng c6 nguén.
Bat: Thiét bj da san sang.
Nhap nhéy cham: Ché d6 cdu nguy.

Peén LED WAN (Internet)
Dé: Khong cé dia chi IP hodc két ni vat ly.
Bat: C6 két nai vat ly véi mang dién rong (WAN).

Peén LED mang LAN
Tat: Khong c6 ngudn hoac két néi vat ly.
Bat: C6 két ndi vat ly véi mang cuc bo (LAN).

Pen LED 2.4GHz
Tat: Khong ¢ tin hiéu 2.4GHz.
Bat: Hé thong khong déy da sén sang.
Nhap nhay: Dang truyén hodc nhan dit liéu qua két néi khong day.

e Peén LED 5GHz
Tat: Khong ¢ tin hiéu 5GHz.
Bat: Hé thong khong day da sén sang.
Nhap nhdy: Dang truyén hodc nhan dit liéu qua két néi khéng day.

e ben LED WPS
Tat: Khong c6 két ndi WPS.
Bat: Ché do WPS.
Nhap nhay: Trinh hudng dan cai dat WPS dang chay.




CéngLAN1~3
C3m cap mang vao cac c6ng nay dé thiét lap két néi LAN.

Céng WAN (Internet)
C3m cdp mang vao céng nay dé thiét lap két ndi WAN.

Nut khéi déng lai
NUt nay cho phép cai lai hoac phuc héi hé théng vé cai dit mc dinh g6c.

Nut WPS
NUt nay sé bat Thuat st WPS.

Céng nguén (DCIN)
C3m adapter AC kém theo vao c8ng nay va két ndi router véi nguon dién.

® e 6 606090

Nit ngudn
Nhan nat nay dé bat hodc tét nguén hé thdng.

GHI CHU:

« Chinén st dung adapter kém theo goi sén pham clia ban. St dung
cac adapter khéac c6 thé lam hdng thiét bi.

« Théng sé ky thuat:

Adapter nguén DC Daura DC: +12V véi dong dién téi da 1A
Nhiét do hoat dong 0~40°C Bao quan 0~70°C
Do am hoat dong 50~90% Bo quén 20~90%




1.4 B6 trirouter ciia ban

Dé& truyén tin hiéu khéng day téi uu gitta router khéng day va cac
thiét bi mang da két néi véi router, dam bao ban:

Dat router khong day & khu vuc trung tém dé phli séng mang
khong day t6i da cho cac thiét bi mang.

Dit thiét bi cach xa cac vat can kim loai va xa anh sang truc tiép
tu mat trai.

- Dat thiét bi cach xa cac thiét bi Wi-Fi 802.11g hoac 20MHz, thiét
bi ngoai vi may tinh 2.4GHz, thiét bi Bluetooth, dién thoai di
dong, may bién ap, dong ca cong suat cao, dén huynh quang,
lo vi séng, td lanh va cac thiét bi cong nghiép khac dé phong
tranh nhiéu hodc mat tin hiéu.

« Ludn cap nhat [én firmware mai nhat. Truy cap trang web ASUS

tai http://www.asus.com dé tai cic ban cap nhat firmware mdi
nhat.




1.5 Yéu cau thiétlap

DE thiét 1ap mang khong day, ban can dung méy tinh dap ting cac
yéu cau hé théng sau:

. Cong ethernet RJ-45 (LAN) (10Base-T/100Base-
TX/1000BaseTX)

- Chudn khéng day IEEE 802.11a/b/g/n/ac/ax
« Dich vuTCP/IP da cai dat

« Trinh duyét web nhu Internet Explorer, Firefox, Safari hodc
Google Chrome

GHI CHU:

Néu may tinh khéng tich hop cac tinh nang khéng day, ban c6 thé
|dp d&t adapter WLAN IEEE 802.11a/b/g/n/ac/ax vao mdy tinh dé két
ndi mang.

Tich hop cong nghé hai bang tan, router khong day ctia ban ho trg
déng thai cac tin hiéu khong day 2.4GHz va 5GHz. Diéu nay cho
phép ban thuc hién cac hoat dong lién quan dén internet nhu luét
web hodc doc/viét email qua bang tan 2.4GHz trong khi truyén dong
thdi cac file am thanh/video HD nhu phim hodc nhac qua cac bang
tan 5GHz.

Mét s6 thiét bi IEEE 802.11n ma ban muén két ndi véi mang c6 thé
hoac khong thé hé trg bang tan 5GHz. Tham khéo s6 hudng dan s
dung thiét bi dé biét cac théng s6 ky thuat.

Cap ethernet RJ-45 dung dé két ndi cac thiét bi mang khéng duoc
dai qua 100 mét.



1.6 Thiét lap router
QUAN TRONG!

St dung két néi c6 day khi thiét lap router khong day dé tranh cac su
c6 thiét 1ap c6 thé xay ra.

« Trudc khi thiét lap router khong day ASUS, hay thuc hién nhu sau:

Néu ban dang thay thé router hién co, hay ngat két n6i né khoi
mang.

« Ngat két noi cap/day dién khai thiét Iap modem hién c6 cta ban.
Néu modem ctia ban ¢ pin du phong, hay thao né.

Khéi dong lai modem c6 day va may tinh ca ban (khuyén dung).

/1\ CANHBAO!

« Phéi cdm (céac) day bé ngudn vao (cac) 6 cdm dién cé néi dat
phu hgp. Chi két ndi thiét bi véi 6 cdm dién gan d6 noi ban dé
ti€p can.

« Néu adapter nguén bi hong, khéng dugc tu'y stra chira né. Lién
hé v&i nhan vién bao tri chuyén nghiép hodc dai ly ban 1é ctia
ban.

« KHONG st dung céc day dién, thu kién hodc cac thiét bi ngoai
vi khédc bi hdng.

« KHONG gén thiét bi nay Ién cao han 2 mét.

« St dung san pham nay trong cac mai trudng cé nhiét dé xung
quanh tir 0°C (32°F) dén 40°C (104°F).



1.6.1 Két ndi mang c6 day

LUUY: Ban c6 thé st dung cap thang sudt hodc cap chéo dé két néi
mang c6 day.

RTAX52

Laptop

Dé thiét lap router khéng day qua két néi c6 day:

1. Cm adapter AC ctia router khong déy vao cong DCIN va cém
no6 vao 6 cam dién trén tudng.

2. St dung cap mang kém theo dé két ndi may tinh véi cdng LAN
trén router khong day ctia ban.

QUAN TRONG! Dam bao dén LED LAN dang nhap nhay.

3. St dung mot cap mang khac dé két néi modem véi cong WAN
trén router khong day cua ban.

4, Cédm adapter AC cia modem vao céng DCIN va cdm né vao 6
cam dién trén tudng.



1.6.2 Két néi mang khéng day

RTAX52

nnnnnnnn

Smart phone

Tablet

Laptop

Dé thiét lap router khéng day qua két néi khéng day:

1.

Cam adapter AC ctia router khong déy vao cong DCIN va cdm
no6 vao 6 cam dién trén tudng.

. St dung cap mang kém theo dé két néi modem véi céng WAN

trén router khéng day ctia ban.

. Cadm adapter AC ctla modem vao céng DCIN va cam né vao 6

cam dién trén tuong.
Lap dat adapter WLAN IEEE 802.11a/b/g/n/ac/ax vao may tinh.

GHI CHU:

Dé biét chi tiét vé cach két ndi mang khong day, tham khao sé
hudng dan st dung adapter WLAN.

DE thiét lap cac cai dat bdo mat cho mang clia ban, hay tham khao
phan 3.6.1 Thiét 1ap cai dat bao mat khéng day.

13



2. Béatdausidung
2.1 DPang nhap vao GUl web

Router khong day ASUS tich hgp giao dién ngusi dung dé hoa
(GUI) web truc quan cho phép ban dé dang dinh cau hinh nhiéu
tinh nang lién quan qua trinh duyét web nhu Internet Explorer,
Firefox, Safari hoac Google Chrome.

LUU Y: C4c tinh ndng nay c6 thé thay déi tuy theo phién ban firmware
khac nhau.

Dé dang nhap vao GUI web:

1. Trén trinh duyét web cla ban, hay tu nhap dia chi IP mdc dinh
cuia router khong day: http://www.asusrouter.com.

2. Trén trang dang nhap, nhap tén dang nhap mac dinh (admin)
va mat khau (admin).

3. Gid ban c6 thé sit dung GUI web dé dinh cau hinh nhiéu cai dat
khac nhau cta router khdng day ASUS.

Biéu ngii thong tin Cac nut lénh & phia trén

QIS - Thuat si
két noi thon
min

Bang diéu
huéng
Cot phai

Cot gilra

LUUY: Néu dang dang nhap vao GUI web lan dau, ban sé dugc tu dong
chuyén hudng dén trang Thiét lap internet nhanh (QIS).




2.2 Thiétlap internet nhanh (QIS) véi kha
nang tu phat hién

Chtic nang Quick Internet Setup (QIS) (Thiét 1ap internet nhanh)
hudng dan ban cach thiét Iap nhanh két n6i internet.

LUU Y: Khi thiét lap két néi internet lan dau, nhan nat Reset (Khdi dong
lai) trén router khong day dé thiét 1ap nd vé cai dat mic dinh géc.

Dé sit dung QIS véi kha nang tu phat hién:

1. Dang nhap vao GUI (giao dién ngudi dung d6 hoa) web. Trang
QIS sé tu khéi dong.

¥« Sign In
ASUS Router

Sign in with your ASUS router account

GHI CHU:

Theo mac dinh, tén ngudi dung va mat khau dang nhap cho GUI
web cla router khong day 1a admin. DE biét chi tiét vé cach ddi tén
ngudi dung va mat khau dang nhap cho router khong day cdia ban,
hay tham khao phan 3.1.2 Hé théng.

. Tén ngudi dung va mat khau dang nhap clia router khdng day
khéc véi tén mang (SSID) 2.4GHz/5GHz va khéa bdo mat. Tén ngudi
dung va mét khau ding nhap cua router khéng day cho phép ban
dang nhap vao GUI web ctia router khong day dé thiét lap cai dat
cho router khong day. Tén mang (SSID) 2.4GHz/5GHz va khoéa bdo
mat cho phép cac thiét bi Wi-Fi dang nhap va két n6i véi mang
2.4GHz/5GHz cla ban.

15



2. Router khéng day tu déng phat hién xem loai két néi ISP (nha
cung céap dich vu internet) clia ban la Dynamic IP (IP ddng),
PPPoE, PPTP, L2TP, va Static IP (IP tinh). Nhap cac thong tin
can thiét cho loai két n6i ISP cta ban.

QUAN TRONG! Nhan thong tin can thiét tir ISP ctia ban vé loai két néi
internet.

vé IP tu déng (DHCP)

I ntemet Please select the Internet connection type from the
Settings  OPtions below. If you do not know the Internet
connection type, contact your ISP.

DHCP >
PPPoE >
Static IP >
PPTP >
L2TP >

| Special Requirement from ISP

Previous

vé PPPoE, PPTP va L2TP

Internet piease enter the required information below.
ISP Account Setting

Username

Password ©




cho IP tinh

Vi— 55—
INSEARCH OF INCREDIBLE

I nte m et Static IP allows your PC to use a fixed IP address
Static [P provided by your ISP.

IP Address

192.168.1.215

Subnet Mask

255.255.255.0

Default Gateway

192.168.1.1

DNS Server1

192.168.1.1

DNS Server2

Frevious “

GHI CHU:

« Tudong phat hién loai két n6i ISP sé xay ra khi ban dinh cau hinh
router khdng day lan dau hodc khi router khong day ctia ban dugc
thiét lap vé cac cai dat mac dinh.

« Néu QIS khéng thé phat hién loai két néi internet clia ban, hay nhap
Skip to manual setting (Chuyén sang cai dit tha cong) va tu thiét
lap cai dat két néi clia ban.

17



3. Gan tén mang khong day (SSID) va khéa bdo mat cho két néi
khoéng day 2.4GHz va 5GHz ctia ban. Nhap Apply (Ap dung)
khi hoan tat.

Wll'eleSS Assign a unique name or SSID (Service Set Identifier) to
Settings  help identify your wireless network.

] Advanced Settings
Network Name (SSID)

ASUS

Wireless Security @

4. Cac cai dat internet va khong day clia ban sé hién thi. Nhap
Next (K& tiép) dé tiép tuc.

Completed Network Configuration Summary
Quick Internet Setup
System Time: Sat, Jan 01 00:02:51 2011 Change the time zone

() Check
\&/ Connection

WetworkMName(SSD)  ASUSmomkey
@r Internet Setup e etz Sty

@ Router setup e o

Wireless Security

WAN Connection Type Automatic P
WAN P 192.168.123.23

LANIP 192.168.1.1
MAC 20:CF:30:86:C0:C0

Next

5. Poc huéng dan két n6i mang khéng day. Khi hoan tét, nhap
Finish (Hoan tat).



2.3 Két néi mang khdng day

Sau khi thiét 1ap router khéng day qua QIS, ban c6 thé két néi may
tinh hodc cac thiét bi thong minh khac véi mang khong day.

Dé két néi mang:

1.

Trén méy tinh, nhap biéu tugng mang - trong vuing thong
bao dé xem cac mang khong day kha dung.

. Chon mang khéng déy ban mu6n két néi réi nhap Connect

(Ket noi).

. Ban ¢6 thé can nhap khéa bao mat mang cho mang khoéng day

an toan roi nhap OK.

. Dai khi may tinh thiét lap két n6i thanh cong véi mang khong

day. Tinh tranﬁ(et noi sé hién thi va biéu tugng mang sé hién
thi tinh trang Bl vira két noi.

GHI CHU:

Tham khéo cac chuong ké tiép dé biét thém chi tiét vé cach dinh cau
hinh cai dat mang khéng day cla ban.

Tham khéo s6 hudng dan sir dung thiét bi cia ban dé biét thém chi
tiét vé cach két noi thiét bi véi mang khong day.

19
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3 Dinh cau hinh Cai dat chung va
nang cao
3.1 Quanly

3.1.1 Ché d6 hoat déng

Trang Operation Mode (Ché d6 hoat dong) cho phép ban chon
ché d6 thich hgp cho mang cla ban.

Administration - Operation Mode

RT-AX52 supports several operation modes to meet different requirements. Please select the mode that match your situation.

© Wireless router mode / AiMesh Router mode (Default)
® Access Point(AP) mode / AiMesh Router in AP mode
® Repeater mode

® Media Bridge

® AiMesh Node

AiMesh Router mode s a traditional mode with AiMesh functionality, which connects to the Internet via PPPOE, DHCP, PPTP, L2TP, or
Static IP and shares the wireless network to LAN clients or devicy e, NAT, firewall, and DHCP server are enabled by defa
ult. UPnP and Dynami orted for SOHO and home user: this mode if you are a first-time user or you are not curr
ently using any wirediwireless routers.

You can add AiMesh nodes to form an AiMesh WiFi system to provide extra Wi coverage.

Dé thiét lap ché dd hoat dong:

1. Tirbang diéu hudng, vao Advanced Settings (Cai dt nang
cao) > Administration (Quan ly) > Operation Mode (Ché& d6
hoat dong).

2. Chon mot trong cac ché do hoat dong sau:

« Wireless router mode (default) (Ché dd router khong day
(mac dinh)): G ché d6 router khong day, router khong day
két n6i véi internet va cho phép truy cap internet vao cac
thiét bi 6 san trén mang cuc b6 riéng.

« Repeater mode (Ché d6 bé khuéch dai): Ché do nay bién
router thanh bd khuéch dai mang khong day nham ma rong
pham vi pht séng tin hiéu.

« Access Point mode (Ché dd bo thu phat khong day): G ché
do nay, router tao mét mang khong day mdi trén mang hién cé.



3. Nhép Save (Luu).
LUU Y: Router sé khai dong lai khi ban d6i cac ché do.

3.1.2 Hé théng
Trang System (Hé théng) cho phép ban dinh cdu hinh cac cai dat
router khdng day.

D& thiét 1ap cac cai dat hé théng:

1. Tubang diéu huong, vao Advanced Settings (Cai dat nang
cao) > Administration (Quan Iy) > System (Hé théng).

2. Ban c6 thé dinh cau hinh céc cai dat sau:

« Change router login password (DO| méat khau dang nhap
router): Ban c6 thé doi mat khau va tén dang nhap cho
router khong day béng cach nhap tén va mat khau méi.

« WPS button behavior (Thao tac nut WPS): C6 thé st dung
nut WPS vat ly trén router khong day dé kich hoat WPS.

+ Time Zone (Mui gi®): Chon mui gid cho cong viéc clia ban.

« NTP Server (May chii NTP): Router khong day c6 thé truy
cap méy chl NTP (Giao thiic gid mang) dé dong b6 hda gid.

« Enable Telnet (Bat Telnet): Nhap Yes (Co) dé bat cac dich vu
Telnet trén mang. Nhap No (Khong) dé tat Telnet.

+ Authentication Method (Cach xac thuc): Ban c6 thé chon
giao thiic HTTP, HTTPS hodc ca hai dé bao mat truy cap
router.

+ Enable Web Access from WAN (Bat truy cap web tu WAN):
Chon Yes (C6) dé cho phép cac thiét bi ngoai mang truy cap
cac cai dat GUI cua router khong day. Chon No (Khéng) dé
ngan chan truy cap.

3. Nhap Apply (Ap dung).

21
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3.1.3 Nang cap firmware

LUUY: T3i vé firmware mdi nhat tir trang web ASUS tai
http://www.asus.com.

Dé nang cap firmware:

1. TU bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > Administration (Quan ly) > Firmware Upgrade (Nang
cap firmware).

2. Trong muc New Firmware File (File firmware méi), nhép
Browse (Duyét) dé xac dinh file tai vé.

3. Nhap Upload (Tai lén).
GHI CHU:

« Khi hoan tét tién trinh tai [én, hay dgi trong gidy lat dé hé théng khai
dong lai.

Néu tién trinh nang cap bi 16i, router khong day sé tu déng vao ché
do cliu nguy va dén bao LED nguodn & phia trudc bat dau nhap nhay
cham. D& phuc héi hodc khéi phuc hé théng, hay tham khéo phéan 4.2
Phuc héi firmware.

3.1.4 Phuc héi/Luu/Tai lén Cai dat
Dé phuc héi/luu/tai Ién cai dat router khong day:

1. TU bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > Administration (Quan Iy) > Restore/Save/UpIoad
Setting (Phuc hdi/Luu/Tai lén cai dat).

2. Chon cac tac vu ban muén thuc hién:

. Dé phuc héi vé cai dat mac dinh goc nhap Restore (Phuc
héi), va nhap OK trong théng bao xac nhan.

« D€ luu cac cai dat hé thong hién hanh, nhap Save (Luu),
chuyén sang thu muc noi ban dinh luu file va nhip Save
(Lutu).

« DE phuc hoi tu file cai dat hé thong da luu, nhap Browse
(Duyét) dé xac dinh file ctia ban roi nhap Upload (Tai lén).

QUAN TRONG! Néu cac su c6 xay ra, hay tai vé phién ban firmware méi
nhat va dinh cau hinh cai dat mai. Khéng phuc hoi router vé cac cai dat
mac dinh.




3.2 Tuonglua

Router khéng day c6 thé hoat ddng nhu tudng Itra phéan ciing cho
mang cla ban.

LUU Y: Tinh nang Firewall (Tudng Ira) dugc bat theo mic dinh.

3.2.1 Cai dat chung

D& thiét 1ap cac cai dat tudng Iira co ban:

1. Tirbang diéu huéng, vao Advanced Settings (Cai dat nang
cao) > Firewall (Tuong lfa) > General (Chung).

2. Trén muc Enable Firewall (Bat tuong Itia), chon Yes (C6).

3. Trén muc bao vé Enable DoS (B4t Dos) , chon Yes (C6) dé bao
vé mang clia ban khoi cac vu tan cong DoS (Tt chéi dich vu) du
diéu nay c6 thé anh hudng dén hiéu suat cla router.

4. Ban cling c6 thé giam sét cac goi tin duoc trao ddi gitta két
ndi LAN va WAN. Trén muc loai Logged packets (Goi tin dang
nhap), chon Dropped (Da ngat), Accepted (Da chap nhan)
hodc Both (Ca hai).

5. Nhap Apply (Ap dung).

3.2.2 Bo loc URL

Ban c6 thé chon cac tir khéa hodc dia chi web dé ngan chén truy
cap vao cac URL cu thé.

LUU Y: B6 loc URL dua trén truy van DNS. Néu thiét bi khach néi mang
da truy cap trang web nhu http://www.abcxxx.com, trang web nay sé
khong bi chan (b6 nhé cache DNS trong hé thong sé luu trir cac trang
web da truy cap trudc do). DE xit ly su ¢d nay, hay x6a sach bd nhé cache
DNS trudc khi thiét lap B6 loc URL.
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Dé thiét 1ap bé loc URL:

1. TU bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > Firewall (Tuong Iira) > URL Filter (B6 loc URL).

2. Trén muc Enable URL Filter (Bat b6 loc URL), chon Enabled (Pa
bat).

3. Nhap URL va nhap nut [€)
4. Nhap Apply (Ap dung).

3.2.3 Bd loc tirkhoa

Bo loc tu khéa chan truy cap vao cac trang web chiia nhiing tu
khéa da chon.

Firewall - Keyword Filter

ws you o block the clients’ access to webpages containing the specified keywords.

ion technology cannot be filtered. See_here for more details.

. Compressed webpages
2 an wehp ges cannot be fitered

Basic Config
Enable Keyword Fifter ® Enavied O Disabled

Keyword Filter List (Max Limit : 64)

Keyword Filfer List Add [ Delete

®

Pé thiét 1ap bé loc tirkhoa:

1. Tu bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > Firewall (Tuong lita) > Keyword Filter (Bo loc tir
khéa).

2. Trén muc Enable Keyword Filter (Bat b0 loc ti khoa), chon
Enabled (Pa bat).
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3. Nhap mét tir hay cum ti va nhap nut Add (Thém).
4. Nhap Apply (Ap dung).

GHI CHU:

B loc ky tu dua trén truy van DNS. Néu thiét bi khach n6i mang

da truy cap trang web nhu http://www.abcxxx.com, trang web nay
sé khong bi chan (bd nhé cache DNS trong hé thong sé luu trir cac
trang web da truy cap trudc do). Dé xi ly su 6 nay, hay xda sach bd
nhd cache DNS trudc khi thiét [ap Bo loc tirkhoa.

Khong thé loc cac trang web da nén qua cach nén HTTP. Khong thé
chén cac trang HTTPS bang bé loc tir khoa.

3.2.4 B6 loc dich vu mang

B6 loc dich vu mang chén trao déi goi tin gitta LAN v&i WAN va
giGi han cac thiét bi khach n6i mang truy cap cac dich vu web cu
thé nhu Telnet hodc FTP.

Firewall - Network Services Filter

The Network Services filter blocks the LAN to WAN packet exchanges and restiicts devices fiom using specific network services.
For example, if you do not want the device to use the Intemet service, key in 80 in the destination port. The traffic that uses port
80 will be blocked (but hitps can not be blacked).

Leave the source IP field blank to apply this rule to all LAN devices.

Black List Duration : During the scheduled duration, clients in the Black List cannot use the specified network services. After the
specified duration, all the clients in LAN can access the specified network services.

White List Duration : During the scheduled duration, clients in the White List can ONLY use the specified network services. After
the specified duration, clients in the White List:and other network clients will not be able to access the Intemet or any Intemet

outside the subn able to access the Internet or any

Enable Network Services Filter

Filter table type

Welkinown Applications

Date to Enable LAN to WAN Filter

Time of Day to Enable LAN to WAN Filter

Date to Enable LAN to WAN Filter

Time of Day to Enable LAN to WAN Filter

Filtered ICMP packettypes

Black List v

user Defined v

B Mon @ Tue BwWed B Thu BFi
00 |:[00 |-[23 |:[s9

H sat © sun

0 |[:/00 |- 23 |:|s9

Network Services Filter Table (Max Limit : 32)

Source IP Port Range

Destination IP Port Range Protocol

No data in table.

Apply

Add / Delete
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Dé thiét lap bé loc Dich vu mang:

1.

Tu bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > Firewall (Tuong lira) > Network Service Filter (Bo loc
dich vu mang).

. Trén muc Enable Network Services Filter (Bat bo loc dich vu

mang), chon Yes (Co).

. Chon loai Filter table (Bang bd loc). Black List (D.sach den)

chan céac dich vu mang da chon. White List (D.sach trang) chi
gidi han truy cap vao cac dich vu mang da chon.

Chi rd ngay gid khi cac bo loc sé hoat dong.

. D& chon Dich vu mang can loc, nhap Source IP (IP nguén),

Destination IP (IP dich), Port Range (Pham vi c6ng) va Protocol
(Giao thic). Nhap nut [&]).

Nhép Apply (Ap dung).



3.3 Mang khach

Mang khach cho phép khach truy cap tam két néi internet qua
cach truy cap cac SSID hodc mang riéng ma khong cho phép truy
cap mang ca nhan cla ban.

LUUY: RT-AX52 hé trg dén sau SSID (ba SSID 2.4GHz va ba SSID 5GHz).

Pé tao mang khach:

1. Tibang diéu hudng, vao General (Chung) > Guest Network
(Mang khach).

2. Trén man hinh Guest Network (Mang khéch), chon bang tan
2.4GHz hodc 5GHz cho mang khach ma ban muén tao.

3. Nhap Enable (Bat).

Guest Network

The Guest Network provides intermet connection for guests but restricts access (o

Enable
Default setting by Alexa/IFTTT

Aceess Intranet

Network Name (SSID)

Enable
Default setting by Alexa/IFTTT

Access Intranet
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4, Pé thiét 1ap cac tuy chon bé sung, nhap Modify (Sira doi).

Guest Network

The Guest Neiwork provides Internet connection for guests but restiicts access to
your local network.

Network Name (SSID)

Authentication
Method|

Network Key
Time Remaining

Access Intranet

Network Name (SSID)

Authentication
Method|

Network Key

Time Remaining

Access Intranet

ASUS_2G_Guest

Open System

None

Uniimited access

off

Remove

ASUS st

Open System

None

Unlimited access

Enable Enable

Default setting by AlexallFTTT

Enable Enable

Default setting by Alexa/lFTTT

5. Nhap Yes (C6) trén man hinh Enable Guest Network (Bat

mang khach).

6. Gan tén khong day cho mang tam thdi clia ban trén muc
Network Name (SSID) (Tén mang (SSID)).

7. Chon Authentication Method (Cach xac thuc).
8. Chon cach Encryption (Ma héa).

9. Chird Access time (Thdi gian truy cap) hoac chon Limitless
(Khong han ché).

10. Chon Disable (Tat) hoac Enable (Bat) trén muc Access
Intranet (Truy cap mang cuc bo).

11. Khi hoan tat, nhap Apply (Ap dung).



3.4 IPv6

Router khong day nay ho trg dinh dia chi IPv6, mot hé thong ho
trg nhiéu dia chi IP hon. Tuy nhién, chuén nay chua dugc st dung
rong rai. Lién hé ISP néu dich vu internet clia ban ho trg IPve.

IPv6

Configure the IPV6 Internet setting
IPV6 FAQ

Basic Config

Connection type

Dé thiét lap IPvé:

1. Tirbang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > IPvé.

2. Chon Connection Type (Loai két néi) ctia ban. Cac tliy chon
cau hinh khac nhau tuy theo loai két néi da chon cla ban.

3. Nhap cac cai dat IPv6 LAN va DNS.
4. Nhap Apply (Ap dung).

LUU Y: Hay tham khao ISP lién quan dén thong tin IPv6 cu thé vé dich
vu internet clia ban.
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3.5 LAN
3.5.1 LANIP

Man hinh LAN IP cho phép ban stta déi cai ddt LAN IP cGa router
khong day.

LUUY: Moi thay déi d6i véi dia chi LAN IP sé dugc ap dung trén cai dat
DHCP clia ban.

LAN - LANIP

Configure the LAN setting of ASUS Router.

Host Name ASUS Router

ASUS Router’s Domain Name
1P Address 192.168.50.1

Subnet Mask 255.255.255.0

Apply

Dé sira doi cai dat LAN IP:

1. TU bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > LAN > LANIP.

2. Slra d6i IP address (Dia chi IP) va Subnet Mask (Mat na mang
phu).

3. Khi hoan tat, nhap Apply (Ap dung).



3.5.2 May chi DHCP

Router khéng day ctia ban st dung DHCP dé tu dong gan cac dia
chiIP trén mang. Ban c6 thé chon pham vi dia chi IP va gi& cho
thué doi vai cac thiét bi khach trén mang.

LAN - DHCP Server

DHCP (Dynamic Host Configuration Protocol) s a protocol for the automatic configuration used on IP networks. The DHCP server
can assign each client an IP address and informs the client of the of DNS server IP and default gateway IP. RT-AX52 supports up
to 253 IP addresses for your local network.
Manually Assigned IP around the DHCP Tist FAQ

Basic Config

Enable the DHCP Server O Yes ®No

RT-AX52's Domain Name

IP Pool Starting Address 192.168.50.2

192.168.50.254

86400

DNS and WINS Server Setting

DNS Server 1
DNS Server 2

O Yes ®No

Manual Assignment

Enable Manual Assignment ® ves ONo

Manually Assigned IP around the DHCP list (Max Limit : 64)

Client Name (MAC Address) IP Address DNS Server (Optional) ~ Host Name (Optional) ~ Add / Delete

(C)

Pé dinh cau hinh may chi DHCP:

1

. Ti bang diéu hudng, vao Advanced Settings (Cai dat nang

cao) > LAN > DHCP Server (May chi DHCP).

. Trong muc Enable the DHCP Server (Bat may chi DHCP),

chon Yes (Co).

. Trong 6 van ban Domain Name (Tén mién), nhap tén mién

cho router khong day.

Trong muc IP Pool Starting Address (Dia chi bat dau bé trii

IP), nhép dia chi IP bat dau.
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. Trong muc IP Pool Starting Address (Dia chi két thic bé tri

IP), nhap dia chi IP két thuc.

. Trong muc Lease Time (Gi& cho thué), chon theo giay khi dia

chi IP vira gan sé hét han. Mot khi né dat dén gici han thoi gian
nay, may chu sé gan mét dia chi IP mai.

LUUY:

Chung t6i dé nghi ban st dung dinh dang dia chi IP 192.168.1.xxx (noi
ma xxx c6 thé la s bat ky tir 2-254) khi chon pham vi dia chi IP.

Dia chi Bat dau bo trir IP khong dugc dai hon Dia chi két thic bo trit
IP.

. Trong phan DNS and Server Settings (Cai dat DNS va may

chu), nhép dia chi DNS Server (May chd DNS) va WINS Server
(Mdy ch WINS) néu can.

. Router khong day ctia ban cling c6 thé gan tha cong dia

chi IP cho céc thiét bi trén mang. Trén muc Enable Manual
Assignment (Bat gan thi cong), chon Yes (C6) dé€ gan dia chi
IP cho cac dia chi MAC cu thé trén mang. Ban 6 thé thém dén
32 Dia chi MAC vao danh sach DHCP dé gan thd cong.



3.5.3 Route (Dinh tuyén)

Néu mang cla ban s dung nhiéu hon mét router khong day, ban
6 thé dinh cau hinh bang dinh tuyén dé chia sé cing dich vu
internet.

LUU Y: Chang t6i dé nghi ban khéng thay déi cai dat dinh tuyén mic
dinh trir khi ban cé kién thiic nang cao vé cac bang dinh tuyén.

LAN - Route

This function allows you to add routing rules into. Itis useful if you connect several routers behind to share the same connection

to the Intemet.
Basic Config
Enable static routes

Static Route List (Max Limit : 32)

Network/Host IP Netmask ) Metric Interface  Add/ Delete

E o G

Pé dinh cau hinh Bang dinh tuyén LAN:

1. Tirbang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > LAN > Route (Dinh tuyén).

2. Trén muc Enable static routes (Bat dinh tuyén tinh), chon Yes
(Co).

3. Trén Static Route List (D.sach dinh tuyén tinh), nhap thong
tin mang cla cac bo thu phat khong day hoac nit mang khac.
Nhap nut Add (Thém) €] hoéc Delete (Xéa) [€) dé thém hoic
x6a thiét bi trén danh sach.

4. Nhap Apply (Ap dung).
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3.5.4 IPTV

Router khong day hé tro két noi véi cac dich vu IPTV qua mot ISP
hodc LAN. Thé IPTV cung cap céc cai dit cau hinh can thiét dé
thiét Iap IPTV, VolP, truyén da phuong va UDP cho dich vu ctia ban.
Lién hé véi ISP dé biét thong tin cu thé lién quan dén dich vu cla
ban.

LAN - IPTV

To watch IPTV, the WAN port must be connected to the Intemet. Please go to WAN - Dual WAN to confirm that WAN portis
assigned to primary WAN

LAN Port
Select ISP Profile
Choose IPTV STB Port

Special Applications

Use DHCP routes wicrosoft

Enable mulicast roufing (IGMP Proxy) Disable v

UDP Praxy (Udpxy) 0




3.6 Sodomang

So d6 mang cho phép ban dinh cau hinh cai dat bao mat mang,
quan ly cac thiét bi khach néi mang.

System Status

Wireless  Status

2.4 GHz
Network Name (SSID)
ASUS_40

Authentication Method

WPAZ-Personal ~
Security level:

WPA2-Personal WPA Encryption

a AES v
WPA-PSK key
banking 2345

5 GHz
Network Name (SSID)
ASUS_40

a Authentication Method
: WPAZ-Personal v

View List WPA Encryption
AES v
WPA-PSK key
banking 2345

AiMesh Node:




3.6.1 Thiét lap cai dat bao mat khong day

Dé bao vé mang khong day khoi bi truy cap trai phép, ban can
dinh cau hinh cai dat bao mat lién quan.

Dé thiét lap cai dat bao mat khong day:

1. Tirbang diéu hudng, vao General (Chung) > Network Map
(So do mang).

2. Trén man hinh So d6 mang va trong System Status (Tinh
trang mang), ban cé thé dinh cau hinh cai dat bado mat khong
day nhu cai dat SSID, muc bdo mat va ma hoa.

LUUY: Ban c6 thé thiét 1ap nhiing cai dit bdo mat khong day khac
nhau cho cac bang tan 2.4GHz va 5GHz.

Cai dit bdo mat 2.4GHz/5GHz

System Status
Wireless Status
2.4 GHz

Network Name (SSID)
ASUS_40

Authentication Method
WPAZ-Personal v

WPA Encryption
AES v

WPA-PSK key
banking_2345

5 GHz

Network Name (SSID)
ASUS_40

Authentication Method

WPAZ-Personal ~

WPA Encryption
AES v

WPA-PSK key
banking_2345

3. Trén muc Network Name (SSID) (Tén mang (SSID)), nhap tén
duy nhat cho mang khong day cta ban.



4. Tu danh sach WEP Encryption (Ma héa WEP) s6 xudng, chon
céch xac thuc cho mang khong day clia ban.

QUANTRONG! Chuan IEEE 802.11n/ac/ax cam st dung Théng lugng

cao véi WEP hodc WPA-TKIP duéi dang mat ma truyén théng don hudng.

Néu st dung cac cach ma hda nay, téc do dit liéu clia ban sé giam xudng
muic két noi IEEE 802.11g 54Mbps.

5. Nhap ma khéa bao mat clia ban.
6. Nhap Apply (Ap dung) khi hoan tat.

3.6.2 Quan ly cac thiét bi khach néi mang

Client status

Online  Wired (1)

Security level:

WPA2-Personal 8

Dé quan ly cac thiét bi khach néi mang:
1. Tirbang diéu hudng, vao thé General (Chung) > Network
Map (So d6 mang).

2. Trén man hinh Network Map (So d6 mang), chon biéu tugng
Client Status (Tinh trang thiét bi khach) dé hién thij thong tin
thiét bi khach néi mang ctia ban.

3. D€ chan thiét bi khach truy cdp vao mang clia ban, chon thiét
bi khach d6 va nhap block (khéi).
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3.7 Kiém soat chame

Kiém soat cha me cho phép ban kiém soat gi& truy cap internet
hoac cai giGi han gi6 cho viéc sir dung mang cho thiét bi khach.

Dé vao trang chinh Kiém soat cha me:

Tu béng diéu huéng, vao General (Chung) > Parental Controls
(Kiém soat cha me).

By enabling Block All Devices, all of the connected devices will be blocked from Internet access.
Enable block all devices
This feature allows you to set up a scheduled time for specific devices' Internet access.

1. In [Client Name] column, select a device you would like to manage. You can also
manually key in MAC address in this column.
2. In the [Add / Delete] column, click the plus(+) icon to add the client.

' _
‘&“ 3. In [Time Management] column, click the edit icon to set a schedule.

4. Click [Apply] to save the configurations.

Note:
1. Please disable NAT Acceleration for more precise scheduling control.

Enable Parental Controls




Dinh gio
Dinh gid cho phép ban cai gidi han thdi gian cho viéc st dung
mang cUa thiét bi khach.

LUU Y: Ddm bao gid clia hé théng dugc dong bd véi may chii NTP,

By enabling Block All Devices, all of the connected devices will be blocked from Internet access.

Enable block all devices

This feature allows you to set up a scheduled time for specific devices' Internet access.

1. In [Client Name] column, select a device you would like to manage. You can also
manually key in MAC address in this column.
2. In the [Add / Delete] column, click the plus(+) icon to add the client.

‘ -
M 3. In [Time Management] column, click the edit icon to set a schedule.

4. Click [Apply] to save the configurations.

Note:
1. Please disable NAT Acceleration for more precise scheduling control

ON
System Time Fri, Dec 29 15:37:21 2023

Client List (Max Limit : 64)

select allv Client Name (MAC Address) L Add / Delete

Time v _ @

Dé cai dat Dinh gio:
1. Tibang diéu hudng, vao General (Chung) > Parental
Controls (Kiém soat cha me) > Time Scheduling (Dinh gio).

2. Tuctia s6 Enable Time Scheduling (Bat dinh gi&), nhap ON
(BAT).

3. Tu c6t Clients Name (Tén thiét bi khach), chon hoac nhap tén
clia thiét bi khach d6 tir 6 danh sach s6 xuéng.

LUUY: Ban cling c6 thé nhap dia chi MAC cla thiét bi khach vao cot
Client MAC Address (Pia chi MAC thiét bi khach). Dam bao tén thiét
bi khach khéng chira cac ky tu dac biét hodc khoang tréng vi ching c6
thé khién cho router hoat déng bat thudng.

4. Nhap @ d& thém cau hinh cla thiét bj khach.
5. Nhap Apply (Ap dung) dé Iuu cac cai dit.
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3.8 Nhatky hé thong

Nhat ky hé thong chita cac hoat d6ng mang da ghi lai ctia ban.

LUU Y: Nhép ky hé théng sé cai lai khi router dugc khai dong lai hodc
tat nguon.

D& xem nhat ky hé théng:

1. Tirbéng diéu huéng, vao thé Advanced Settings (Cai dat
nang cao) > System Log (Nhat ky hé thong).

2. Ban c6 thé xem cac hoat ddng mang bang mét trong cac thé sau:
+ General Log (Nhat ky chung)
« DHCP Leases (Cho thué DHCP)

Wireless Log (Nhat ky khéng day)

- Port Forwarding (Chuyén tiép céng)

Routing Table (Bang dinh tuyén)

System Log - General Log

This page shows the detailed system's activities.
System Time Fri, Dec 29 16:18:07 2023

Uptime 0 days 1 hour(s) 32 minute(s) 0 seconds

Remote Log Server

Remote Log Server Port




3.9 Quanly luuluong
3.9.1 Quan ly bang théng QoS (Chat lugng dich vu)

Chat lugng dich vu (QoS) cho phép ban cai uu tién bang théng va
quan ly luu lugng mang.

QoS - QoS to configuration

Dé thiét lap uu tién bang thong:

1. TU bang diéu hudng, vao General (Chung) > Traffic Manager
(Quan ly luu luong) > QoS.

2. Nhap ON (BAT) dé bat QoS. Dién cac muc bing thong tai lén va
tai vé.

LUU Y: Hay nhan thong tin bang théng tir nha cung cap dich vu
internet (ISP).

3. Nhap Save (Luu).

LUU Y: User Specify Rule List (Danh sach quy tac tu chon) chi ap dung
cho cai dat nang cao. Néu ban mudn uu tién hoa cac ting dung va dich
vu mang cu thé, hay chon User-defined QoS rules (Quy tac QoS tu
chon) hodc User-defined Priority (Uu tién tu chon) tir danh sach s6
xuéng & goc phai phia trén.
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4. Trén trang user-defined QoS rules (quy tac QoS tu chgn),
6 bon loai dich vu truc tuyén mac dinh - luét web, HTTP va
truyén file. Chon dICh VU Uu tién clia ban, dién cac muc Source
IP or MAC (IP nguén hoac MACQ), Destination Port (Cong
dich), Protocol (Giao thiic), Transferred (D3 truyén) va
Priority (Uu tién), sau d6 nhap Apply (Ap dung). Théong tin sé
dugc thiét lap trong man hinh quy tac QoS.

GHI CHU:
DéE dién muc source IP or MAC (IP nguén hoac MAQ), ban c6 thé
a)  Nhap dia chiIP cu thé nhu"192.168.122.1".

b) Nhap cac dia chi IP trong pham vi m6t mang phu hoac trong
cung mét nhom IP nhu“192.168.123.*" hodc “192.168.% *"

¢)  Nhap moi dia chi IP nhu"*** *" hay dé tréng muc nay.

d)  Binh dang cho dia chi MAC la sdu nhém gom hai chi s6 thap
luc phén, dugc chia tach bang cac dau hai cam (;), theo trinh tu
truyén tai (vd: 12:34:56:aa:bc:ef)

« V& pham vi céng nguoén hodc dich, ban c6 thé:
a) Nhap mét c6ng cu thé nhu“95”,
b) Nhéap cac céng trong pham vi nhu“103:315"“>100" hodc “<65535",

Cot Transferred (Da truyén) chira thong tin vé luu lugng ngugc va
xudi dong (luu lugng mang di va dén) cho mét phan doan. Trong cét
nay, ban cé thé cai gi6i han luu lugng mang (bang KB) cho mét dich
vu cu thé dé tao ra cac thudc tinh riéng cho dich vu da dugc gan cho
mot céng cu thé. Vi du: néu hai may khach mang, PC 1 va PC 2, déu
dang truy cap internet (duoc cai 6 cdng 80), nhung PC 1 vugt qua
gidi han luu lugng mang do mét s6 tac vu tai vé, PC 1 sé ¢ uu tién
thdp hon. Néu ban khéng muén cai giGi han luu lugng, hay dé tréng
muc nay.



5. Trén trang User-defined Priority (Uu tién tu chon), ban c6 thé

uu tién héa cac ing dung hay thiét bi mang thanh nam mdic tur

danh sach user-defined QoS rules (quy tac QoS tu chon)'sé

xuéng. Dua vao muic uu tién, ban cé thé diing nhiing cach sau

dé gui cac goi dir liéu:

«  Daitrinh tu cac géi du liéu mang ngugc dong da gui lén
internet.

« Trong bang Upload Bandwidth (Bang thong tai Ién), cai
Minimum Reserved Bandwidth (Bang théng du trit toi
thi€u) va Maximum Bandwidth Limit (Giéi han bang
théng téi da) cho nhiéu (ing dung mang c6 cac mic uu
tién khac nhau. Cac ty |é cho biét toc do bang thong tai 1én
c6 san déi véi nhiig tng dung mang da chon.

GHI CHU:

Cac goi dit lieu uu tién thap dugc bd qua dé dam bao truyén tai cac
géi di liéu uu tién cao.

Trong bang Download Bandwidth (Bang thdng tai vé), cai
Maximum Bandwidth Limit (Gigi han bang théng téi da) cho
nhiéu ng dung mang theo trinh tu tuong (ng. Goi dir liéu ngugc
dong uu tién cang cao thi sé tao ra géi dif liéu xudi dong uu tién
cang cao.

Néu cé hai géi dit liéu dang dugc gUi tir cac Ung dung uu tién cao,
toc do truyén tai day du cla két ndi internet sé 6 san doi véi cac goi
dit liéu uu tién thap.

Cai goi dit liéu uu tién cao nhat. Dé dam bao trai nghiém choi
game tryc tuyén mugt ma, ban c6 thé cai ACK, SYN va ICMP
lam géi dit liéu uu tién cao nhat.

LUU Y: Dam bao bat QoS trudc va thiét lap cac gidi han téc d6 tai lén va
tdi vé.
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3.10 B giam sat luu lugng

Tinh ndng giam sat luu lugng cho phép ban truy cap hoat dong su
dung bang théng va toc dé internet, cdc mang c6 day hodc khong
day. N6 cho phép ban giam sat luu lugng mang trong thdi gian
thuc hodc trén co s& hang ngay. N6 ciing cung cp tuy chon dé
hién thi luu lugng mang trong vong 24 gi& qua.

Traffic Monitor Real-time
Traffic Monitor aliows you o monitor the ineoming or outgoing packets of the following:
Internet Wired
Reception
Transmission

NOTE: Packets from the Intemet are evenly ransmitted to the wired and wireless devices.
Traffic Monitor FAQ

102539 KB/s WA Thu 02:29 pm | 454.10 K8/s

256.35 KB/

Average Maximum Total

17.66 KBis 101322 KBis 1035 MB

0.44 KBIS 1824 KBIS 263.85KB

LUU Y: Céc gdi dit liéu tir internet dugc truyén tai dong déu dén cac
thiét bi c6 day va khong day.
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3.11 WAN

3.11.1 Két ndi internet

Man hinh Internet Connection (Két néi internet) cho phép ban
dinh cau hinh cac cai dat thudc nhiéu loai két néi WAN khac nhau.

WAN - Internet Connection

RT-AX52 supports several connection types to WAN (wide area network). These types are selected from the dropdown menu
beside WAN Connection Type. The setting fields differ depending on the connection type you selected.

Configure the Ethemet WAN settings of RT-AX52.

Basic Config

WAN Connection Type
Enable WAN

Enable NAT

Enable UPnP  UPnP_EAQ

WAN DNS Setting

DNS Server

Forward local domai
S

Class-identifier (Option 6

Client.identifier (Option 61)

Account Settings

Authentication

PPP Echo Interval

PPP Echo Max Failures

Special Requirement from ISP

Extend the TTL

Spoof LAN TTL

Automatic IP v

O Yes ®No

OYes ®No

O Yes ®No

DNS Server: 168.95.1.1, 168.95.192.1

Assign

® Yes ONo

® ves ONo

Auto v

None

W jAID/DUID

MAC Clone

Aggressive Mode v

® Yes ONo

® Yes ONo

Apply

D& dinh cau hinh cac cai dat két néi WAN:

1. Tirbang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > WAN > Internet Connection (Két néi internet).

2. Pinh cdu hinh cic cai dit sau. Khi hoan tat, nhap Apply (Ap
dung).
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WAN Connection Type (Loai két néi WAN): Chon loai

Nha cung cap dich vu internet clia ban. Cac lua chon gom
Automatic IP (IP tu dong), PPPoE, PPTP, L2TP hodc fixed IP
(IP ¢6 dinh). Lién hé ISP cia ban néu router khéng thé nhan
dia chi IP hgp & hodc néu ban khéng chac vé loai két néi
WAN.

Enable WAN (Bat WAN): Chon Yes (C6) dé cho phép truy cap
internet qua router. Chon No (Khéng) dé tat két ndi internet.

Enable NAT (Bat NAT): NAT (Dich dia chi mang) la hé théng
nai ma mot IP cdng cong (IP WAN) dugc st dung dé cho phép
cac thiét bi khach néi mang truy cap internet bang dia chi

IP riéng trong mang LAN. Dia chi IP riéng cla tiing thiét bi
khach néi mang duoc luu vao bang NAT va dugc sit dung dé
dinh tuyén cac géi dit liéu gui vao.

Enable UPnP (Bat UPnP): UPnP (Cam va phét chung) cho
phép nhiéu thiét bi (nhu router, TV, hé théng am thanh noi,
bang diéu khién game va dién thoai di dong) dugc diéu
khién qua mang dua trén IP c6 hodc khéng cé nat diéu khién
trung tdm qua céng ndi. UPnP két néi cac PC thudc moi hé s6
hinh dang, cung cap mang hoan hao cho cau hinh va truyén
dr liéu tir xa. Khi s&r dung UPnP, thiét bi mang mai sé dugc
phat hién tu dong. Mot khi da két n6i mang, cac thiét bi cé
thé dugc dinh cau hinh tir xa dé hé trg cac ing dung P2P,
game tuong tac, hoi nghi video, va cdc may chu web hodc

Gy nghiém. Khéng nhu Chuyén tiép céng - doi hoi ban phai
tu dinh cdu hinh cai dat cdng, UPnP tu dong dinh cdu hinh
router d€ chdp nhan cac két ndi vao va yéu cau truc ti€p véi
mot PC cu thé trén mang cuc bo.

Connect to DNS Server automatically (K&t néi tu déng
v6i may chi DNS): Cho phép router nay nhan dia chi IP DNS
tu ISP tu dong. DNS la mdy chti trén internet dich cac tén
internet thanh cac dia chi IP bang s6.



- Authentication (Xac thuc): Muc nay c6 thé dugc chon béi
mot s6 ISP. Kiém tra vdi ISP clia ban va dién cac thong tin néu
can.

Host Name (Tén may cha): Muc nay cho phép ban cung cap
tén mdy chd cho router. N6 thudng la yéu cau dac biét tur ISP
cla ban. Néu ISP clia ban da gan tén may chli cho may tinh,
hay nhap tén mdy chd vao day.

MAC Address (Dia chi MAC): Dia chi MAC (Kiém soat truy cap
truyén thong) la bd dinh danh duy nhét cho thiét bi két noi
mang cla ban. Mot s6 ISP giam sat dia chi MAC cla cac thiét
bi n6i mang két néi dich vu clia ho va tir ch6i moi thiét bi
khong nhan dang c6 két néi. Dé tranh cac su cd két néi do dia
chi MAC chua ding ky, ban c6 thé:

« Lién hé vai ISP va cap nhat dia chi MAC lién quan dén dich vu

ISP cuia ban.

+ Sao chép hoac déi dia chi MAC clia router khong day ASUS
dé khép vai dia chi MAC clia thiét bi n6i mang truéc do da
dugc nhan dang bai ISP.
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3.11.2Kich hoat cong

Kich hoat pham vi c6ng sé m& céng vao xac dinh san trong thoi
gian gidi han bat ctr khi nao mét thiét bi khach trén mang cuc
b thuc hién két néi ra v6i cong da chon. Kich hoat c6ng dugc su
dung trong cac trudng hgp sau:

« Hon mét thiét bi cuc b can chuyén tiép cong cho cling tng
dung vao mét thgi diém khac nhau.

« Ung dung can cac c6ng vao cu thé khac véi cac cdng ra.

WAN - Port Trigger

Port Trigger llows you to temporarily open data ports when LAN devices require unrestricted access to the Intemet. There are
two methods for opening incoming data ports: port forwarding and port trigger. Port forwarding opens the specified data ports all
the time and devices must use static IP addresses. Port rigger only opens the incoming port when a LAN device requests access
o the trigger port. Unlike port forwarding, port rigger does not require static IP addresses for LAN devices. Port forwarding allows
multiple devices to share a single open port and port rigger only llows one client at  time to access the open port.
Port_Trigger Faq

Basic Config
Enable Port Trigger ®ves Ono

Wel-Known Applications Please select

Trigger Port List ( Max Limit 2 32) @

Description Trigger Port Protocol Incoming Port Protocol Delete

No data in table.

Apply

P& thiét 1ap Kich hoat cng:

1. TUrbang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > WAN > Port Trigger (Kich hoat céng).

2 Dinh cau hinh c4c cai dat sau. Khi hoan tat, nhap Apply (Ap
dung).
- Enable Port Trigger (Bat kich hoat cong): Chon Yes (C6).

- Well-Known Applications (Ung dung néi tiéng): Chon cac
game va dich vu web phé bién dé thém vao Port Trigger List
(D.sach kich hoat cong).
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« Description (M6 ta): Nhap tén ngan hodc mo ta cho dich
vu.

- Trigger Port (Céng kich hoat): Chi ré cong kich hoat € mg
céng vao.

+ Protocol (Giao thiic): Chon giao thic TCP hoac UDP.

« Incoming Port (Cong vao): Chi rd cng vao dé nhan dit liéu
ludng vao tlr internet.

GHI CHU:

Khi két n6i véi may chti IRC, PC khach sé thuc hién két n6i ra bang
pham vi cong kich hoat 66660-7000. My chdi IRC sé tra 5i bdng cach
xac nhan tén dang nhap va tao két néi mai véi PC khach qua cdng
Vao.

- Néu da tat Kich hoat c6ng, router sé ngat két néi vi n6 khong thé xac
dinh PC nao dang yéu cau truy cap IRC. Khi da bat Kich hoat céng,
router sé gan cong vao dé nhan dir liéu ludng vao. Cong vao nay sé
déng khi da qua mot khoang thai gian cu thé vi router khéng chic
ting dung da dugc két thic khi nao.

Kich hoat c6ng chi cho phép mét thiét bi khach trong mang st dung
déng thai mot dich vu dac biét va mot cdng vao cu thé.

- Ban khong thé s dung ciing mét tng dung dé kich hoat mét céng
trong hon mét PC cling Itc. Router sé chi chuyén hudng céng nay
trg vé may tinh diing gan nhat dé gui cho router mét yéu cau/kich
hoat.
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3.11.3 May chi do/Chuyén tiép céng

Chuyén tiép cong la cach dé chuyén tiép luu lugng mang tur
internet sang mot cong cu thé hodc tir pham vi cac cong cu thé
sang mot thiét bi hodc mét s thiét bi trén mang cuc bo cta ban.
Thiét lap Chuyén ti€p cong trén router cho phép cac PC bén ngoai
mang truy cap cac dich vu cu thé dugc cung cap bai mot PC trong
mang cua ban.

LUU Y: Khi da bat Chuyén tiép céng, router ASUS sé chan luu lugng
luéng vao khong mong mudn khai internet va chi cho phép cac tra 16i
tU nhimng yéu cau luéng ra ti mang LAN. Thiét bi khach n6i mang khéng
thé truy cap internet tryc ti€p va nguac lai.

WAN - Virtual Server / Port Forwarding

Virtual Server / Port forwarding allows remote computers to connect to a specific computer or service within a private local area
network (LAN). For a faster connection, some P2P applications (such as BitTorrent), may also require that you set the port
forwarding setting. Please refer to the P2P application's user manual for details. You can open the multiple port or a range of
ports in router and redirect data through those ports to a single client on your network

If you want to specify a Port Range for clients on the same network, enter the Service Name, the Port Range (€.g. 10200:10300),
the LAN IP address, and leave the Local Port blank

= When your network's firewall is disabled and you set 80 as the HTTP server's port range for your WAN setup, then your http
serveriweb server would be in conflict with ASUS Router’s web user interface.

= When you set 20:21 as your FTP server's port range for your WAN setup, then your FTP server would be in conflict with
ASUS Server's native FTP server.

virtual Server / Port Forwarding FAQ
Basic Config
Enable Port Forwarding
Port Forwarding List (Max Limit : 64)
Service Name Intemal Port Internal IP Address

ta in table

Add profile

Dé thiét 1ap Chuyén huéng cong:

1. TU bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > WAN > Virtual Server (May chui do)/Port Forwarding
(Chuyén tiép céng).



2. Pinh cdu hinh cic cai dit sau. Khi hoan tat, nhap Apply (Ap
dung).
- Enable Port Forwarding (Bat chuyén tiép céng): Chon Yes
(C6) dé bat Chuyén tiép cong.
- Famous Server List (Danh sach may chii néi ti€ng): Xac
dinh loai dich vu nao ban muon truy cap.

. Famous Game List (Danh sach tro choi néi tiéng): Muc nay
liét ké cac tro chai truc tuyén phd bién dé hoat dong thich
hap.

« FTP Server Port (Cong may chu FTP): Tranh gan pham vi
c6ng 20:21 cho may chl FTP vi diéu nay sé gay xung dot véi
ki€u gan may chua FPT géc cla router.

+ Service Name (Tén dich vu): Nhap tén dich vu.

« Port Range (Pham vi cdng): Néu ban muén chi rd Pham vi
céng cho cac thiét bi khach trén cing mang, hay nhap Tén
dich vu, Pham vi céng (vd: 10200:10300), dia chi IP LAN, va
dé trong Local Port (Céng cuc bd). Pham vi c8ng chdp nhan
nhiéu dinh dang khac nhau nhu Pham vi céng (300:350), cac
cbng riéng (566,789) hodc Két hop (1015:1024,3021).

GHI CHU:

- Khi da tat tuong Itra cla mang va cai 80 lam pham vi c6ng clia méy
chd HTTP dé thiét lap mang WAN, thi may chu http server/web cua
ban sé xung d6t véi giao dién ngudi dung web cua router.

Mang st dung cac cong dé trao déi dt liéu, véi méi cdng dugc gan
mot ma cong va mot tac vu cu thé. Vi du: cong 80 dugc dung cho
HTTP. Mét cong cu thé chi cé thé dugc st dung cung lic bsi mét ting
dung hoac dich vu. Vi vay, hai PC ¢6 truy cap dit liéu qua cling mét
cong cuing ldc sé bi 16i. Vi du, ban khéng thé thiét lap Chuyén tiép
céng cho cdng 100 d6i vai hai PC cing mét lic.
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« Local IP (IP cuc bd): Nhép dia chi IP LAN cua thiét bi khach.

LUU Y: St dung dia chi IP tinh cho thiét bi khach cuc bé dé giup cho
chuyén ti€p céng hoat dong thich hop. Tham khao phan 3.5 LAN dé
biét thong tin.

« Local Port (Céng cuc bd): Nhap céng cu thé dé nhan cac géi
tin da chuyén tiép. D€ tréng muc nay néu ban muén cac goi
tin vao dugc chuyén huéng dén pham vi cdng da chon.

« Protocol (Giao thic): Chon giao thiic. Néu ban khong chac,
chon BOTH (CA HAI).

Dé kiém tra xem Chuyén tiép cong da duoc dinh cau hinh
thanh cong hay chua:

«  Dam bdo may chl hodc ting dung ctia ban da dugc thiét lap
va dang chay.

Ban sé can mot thiét bi khach ngoai mang LAN nhung c6 thé
truy cap internet (dugc goi la "Thiét bi khach internet”). Thiét
bi khach nay khong dugc két n6i véi router ASUS.

«  Trén thiét bi khach internet, hay st dung IP WAN cua router
dé truy cap may chdi. Néu chuyén tiép céng da thanh cong,
ban sé c6 thé truy cap cac file hodc ing dung.

Nhiing khac biét giira kich hoat cdng va chuyén tiép céng:
Kich hoat cng sé hoat dong ngay ca khi chua thiét lap dia chi
IP LAN cu thé. Khéng giéng nhu chuyén tiép cong - can dia
chiIP LAN tinh, kich hoat c6ng cho phép chuyén tiép cong
doéng bang router. Cac pham vi c6ng xac dinh san dugc dinh
cau hinh dé chap nhan cac két néi vao trong khoang thai
gian han ché. Kich hoat c6ng cho phép nhiéu may tinh chay
cac ing dung thudng sé can chuyén tiép th cong cac cong
gidng nhau sang tiing PC trén mang.

Kich hoat c6ng la an toan hon chuyén tiép céng vi cac céng
vao khéng phai ltiic nao cling dugc mé. Chung dugc mé chi
khi mot ting dung dang thuc hién két néi ra qua céng kich
hoat.



3.11.4DMZ

DM?Z 3o hién thi mét thiét bi khach trén internet, cho phép thiét bi
khach nay nhan moi géi tin ludng vao dugc chuyén hudng sang
Mang cuc b6 cuia ban.

Luu lugng ludng vao tlr internet thudng bi hiy bé va dugc chuyén
sang mot thiét bi khach cu thé néu chuyén tiép cong hoac kich
hoat c6ng da dugc dinh cau hinh trén mang. Trong cau hinh DMZ,
mot thiét bi khach n6i mang nhan moi goi tin luéng vao.

Thiét lap DMZ trén mang la hitu ich khi ban can duing cac céng
dang ma& hodc mudn luu trit tén mién, web hodc may chi email.

CHU Y! M& tat ca cac c6ng trén thiét bi khach véi internet khién cho
mang dé bi tan cong tir bén ngoai. Hay luu y dén cac nguy co bdo mat
lién quan khi s&rdung DMZ.

Dé thiét lap DMZ:

1. Tirbang diéu huéng, vao Advanced Settings (Cai dat nang
cao) > WAN > DMZ.

2. Dinh cau hinh cai dat sau. Khi hoan tat, nhap Apply (Ap dung).
Dia chi IP ctia Tram 16 thién: Nhap dia chi IP LAN cla thiét bi
khach vén sé cung cap dich vu DMZ va sé dugc hién thi trén
internet. Dam bao thiét bi khach may ch co dia chi IP tinh.

Pé x6a DMZ:

1. Xoa dia chi IP LAN cta thiét bi khach khoi 6 van ban IP Address
of Exposed Station (Dia chi IP cia tram 16 thién).

2. Khi hoan tat, nhdp Apply (Ap dung).
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3.11.5DDNS

Thiét Iap DDNS (DNS dong) cho phép ban truy cap router tir bén
ngoai mang qua Dich vu ASUS DDNS da cung cap hodc mét dich
vu DDNS khac.

WAN - DDNS

Dé thiét lap DDNS:

1. Tu bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > WAN > DDNS.
2. Dinh c4u hinh cic cai dit sau. Khi hoan tat, nhap Apply (Ap
dung).
Enable the DDNS Client (B4t thiét bi khach DDNS): Bat
DDNS dé truy cap router ASUS qua tén DNS thay vi dia chi IP
WAN.

- Server and Host Name (May chti va Tén may ch): Chon
ASUS DDNS hoac DDNS khac. Néu ban muén st dung ASUS
DDNS, héy dién Tén may chu theo dinh dang xxx.asuscomm.
com (xxx la tén mdy chd cda ban).

« Néu ban muén st dung dich vu DDNS khéc, nhap FREE TRIAL
(DUNG THU MIEN PHi) va ding ky truc tuyén trudc. Dién cac
muc User Name (Tén dang nhap) hodc E-mail Address (Dia chi
email) va Password (Mat khdu) hodc DDNS Key (Khda DDNS).



- Enable wildcard (Bat ky tu dai dién): B4t ky tu dai dién néu
dich vu DDNS cua ban can dung.

GHI CHU:
Dich vu DDNS sé khong hoat ddng trong cac diéu kién sau:

«  Khirouter khong day dang st dung dia chi IP WAN riéng (192.168.x.x,
10.x.x.x hodc 172.16.x.x), nhu dugc chi rd bdi van ban mau vang.

Router c6 thé dang hoat dong trén mang st dung nhiéu bang NAT.

3.11.6 Truyén qua NAT

Truyén qua NAT cho phép két n6i Virtual Private Network (VPN)
(Mang riéng ao) dé truyén qua router dén céc thiét bi khach noi
mang. Truyén qua PPTP, Truyén qua L2TP, Truyén qua IPsec va
Truyén qua RTSP da dugc bat theo mac dinh.

DéE bat/tat cai dat Truyén qua NAT, vao Advanced Settings (Cai
dat nang cao) > WAN > NAT Passthrough (Truyén qua NAT). Khi
hoan tat, nhdp Apply (Ap dung).

WAN - NAT Passthrough

Enable NAT Passthrough to allow a Virtual Private Network (VPN) connection to pass through the router to the network clients.
PPTP Passthrough Enable v

L2TP Passthrough Enable v

IPSec Passthrough Enable +

RTSP Passthrough Enable v

H.323 Passthrough Enable ~

SIP Passthrough Enable v

PPPOE Relay Disable v

FTPALG port 2021
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3.12 Khong day
3.12.1 Chung

Thé General (Chung) cho phép ban dinh cau hinh cai dat khong
day co ban.

Wireless - General
Set up the wireless related information below.
Enable Smart Connect ON
‘Smart Connect Dual-Band Smart Connect (2.4 GHz and 5 GHz) v
2.415 GHz
Network Name (SSID) 11524 R E8!
Hide SSID ® ves OnNo

Wireless Mode Auto

802.11ax / WiFi 6 mode Enable +

If compatibili
o

plea
WiFi Agile Muttiband Enable
Target Wake Time Disable v
Authentication Method WPA2-Personal
WPA Encryption AES v

WPA Pre-Shared Key wireless
Protected Management Frames Disable

al 3600

Channel bandwidth 20/40 MHz v

Control Channel

Extension Channel
5GHz

Channel bandwidth

Control Channel

Extension Channel

Dé dinh cau hinh cai dat khéng day co ban:

1. Tu bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > Wireless (Khong day) > General (Chung).

2. Chon 2.4GHz hodc 5GHz lam bang tan cho mang khéong day
cla ban.
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3. Gan tén duy nhét chifa dén 32 ky tu cho SSID (B¢ dinh danh
nhom dich vu) hodc tén mang dé nhéan dang mang khong
day ctia ban. Cac thiét bi Wi-Fi co thé nhan dang va két néi véi
mang khong day qua SSID vifa gan cia ban. Cac SSID trén biéu
nguthong tin dugc cap nhat mai khi ban luu cac SSID mdi vao
cai dat.

LUU Y: Ban c6 thé gan nhiing SSID duy nhat cho cac bing tan 2.4 GHz
va 5GHz.

4, Trong muc Hide SSID (An SSID), chon Yes (Cé) dé chan khong
cho cac thiét bi khong day phat hién SSID cua ban. Khi chtic
nang nay duoc bat, ban can phai tu nhap SSID vao thiét bi
khong day dé truy cap mang khong day.

5. Chon mot trong nhiing tlly chon ché d6 khong day nay dé xac
dinh cac loai thiét bi khong déy co thé két ni véi router khong
day ctia ban:

« Tu ddng: Chon Auto (Tu ddng) dé cho phép cac thiét bi
802.11AX, 802.11AC, 802.11n, 802.11g va 802.11b két ndi véi
router khong day.

« Truyén théng: Chon Legacy (Truyén théng) dé cho phép
cac thiét bi 802.11b/g/n két n6i vai router khong day. Tuy
nhién, phan cting von ho trg 802.11n sé chi chay vai toc do
t0i da la 54Mbps.

« Chi N: Chon N only (Chi N) dé t6i da hoa cong suét N khong
day. Cai dat nay chan khong cho céc thiét bi 802.11g va
802.11b két noi véi router khdng day.

6. Chon kénh hoat dong/diéu khién cho router khéng day. Chon
Auto (Tu dong) dé cho phep router khong day tu dong chon
kénh c6 luong tin hiéu nhiéu it nhat.

7. Chon bang théng kénh dé phi hop véi cac tdc do truyén cao
hon:

40MHz: Chon bang théng nay dé t6i uu hda luu lugng khong
day.

20MHz (default) [20MHz (mac dinh)]: Chon bang théng nay
néu ban gap phai mot so6 su co két ndi khong day.
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8. Chon mot trong cac cach xac thuc sau:

- Open System (Hé thong ma): Tuy chon nay khéng cung cap
d6 bao mat.

- WPA/WPA2 Personal/WPA Auto-Personal: Tuy chon nay
cung cap d6 bao mat manh. Ban ¢ thé st dung cach ma hoa
WPA (qua TKIP) hodac WPA2 (qua AES) hoac WPA3. Néu chon
tuy chon nay, ban phai st dung cach ma héa TKIP + AES va
nhap mat khau WPA (khéa mang).

- WPA/WPA2 Enterprise/WPA Auto-Enterprise: Tuy chon
nay cung cap dé bao mat rat manh. Né dung chung véi may
cht EAP tich hgp hodc mdy ch xac thuc phu trg RADIUS bén
ngoai.

9. Khi hoan tat, nhap Apply (Ap dung).



3.12.2WPS

WPS (Thiét lap bao vé Wi-Fi) [a chuan bao mat khéng day cho
phép ban dé dang két néi cac thiét bi vai mang khéng day. Ban c6
thé dinh cau hinh chiic nang WPS qua ma PIN hodc nat WPS.

LUV Y: Dam bao céc thiét bi hd trg WPS.

Wireless - WPS

WPS (Wi-Fi Protected Seftup) provides easy and secure establishment of a wireless network. You can configure WPS here via
the PIN code or the WPS buttton.

Enable WPS

Current Frequency

Connection Status

Configured

AP PIN Code 12345670

You can easily connect a WPS client to the network in either of these two ways:

« Method1: Click the WPS bution on this interface (or press the physical WPS button on the router), then press the WPS
bution on the client's WLAN adapter and wait for about three minutes to make the connection.

+ Method2: Start the client WPS process and getthe client PIN code. Enter the client’s PIN code on the Client PIN code
field and elick Start. Please check the user manual of your wireless client o see if it supports the WPS function. If your

wireless client does not support the WPS function, you have to configure the wireless client manually and set the same
network Name (SSID), and security settings as this router.

® push bution ‘O Client PIN Code
WPS Method:
Start

Dé bat WPS trén mang khéng day ciia ban:

1.

TU bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > Wireless (Khong day) > WPS.

. Trong muc Enable WPS (Bat WPS), chuyén con truot sang ON

(BAT).

. Theo mdc dinh WPS st dung 2.4GHz. Néu ban muén déi tan

56 sang 5GHz, hay OFF (TAT) chitc nang WPS, nhap Switch
Frequency (Déi tan sé) trong muc Current Frequency (Tan sé
hién hanh) va ON (BAT) lai WPS.

LUU Y: WPS hé trg cach xac thuc qua cdch ma héa Open System, WPA-
Personal, WPA2-Personal va WPA3-Personal. WPS khéng hé trg mang
khong day sir dung cach ma hdéa WPA-Enterprise, WPA2-Enterprise.
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4. Trong muc WPS Method (Phuang thiic WPS), chon Push
Button (Nut 4n) hoac ma Client PIN (PIN thiét bi khach). Néu
ban chon Push Button (Nut an) chuyén sang budc 5. Néu ban
chon ma Client PIN (PIN thiét bi khach), chuyén sang budc 6.

5. DE thiét lap WPS bang nat WPS cua router, thuc hién cac budc
sau:

a.Nhap Start (Bat dau) hodc nhan nit WPS nam & phia sau
router khong day.

b.Nhan nat WPS trén thiét bi khong day cda ban. Nut nay
thudng dugc nhan dang qua logo WPS.

LUUY: Kiém tra thiét bi khong day clia ban hodc s6 huéng dan st dung
thiét bi dé biét vi tri cia nut WPS.

c. Router khong day sé do tim bat ky thiét bi WPS nao kha
dung. Néu router khong day khong tim thay bat ky thiét b
WPS nao, n6 sé chuyén sang ché dé cha.

6. DE thiét lap WPS bang ma PIN thiét bi khach, thuc hién cac
budc sau:

a.Xac dinh ma PIN WPS trén s6 hudng dan st dung thiét bi
khong day hodc trén chinh thiét bi.

b.Nhap ma PIN thiét bi khach vao 6 van ban.

c.Nhap Start (Bat dau) dé dat router khong day vao ché do
khao sat WPS. Cac den bao LED trén router sé nhap nhay
nhanh ba lan cho dén khi hoan tat thiét lap WPS.



3.12.3 Cau ndi

Bridge (Cau n6i) hodc WDS (Hé théng phan phoi khéng day) cho
phép router khdng day ASUS két n6i riéng véi mot bo thu phat
khong day khac, chdn khong cho cac thiét bi hoac tram khéng
day khac truy cap router khdng day ASUS clia ban. N6 cling ¢6 thé
dugc xem nhu la bd chuyén ti€p khong day nai router khdng day
ASUS cuia ban két n6i véi mot bo thu phéat khong day khac va cac
thiét bi khong day khac.

Wireless - Bridge

Bridge (or named WDS - Wireless Distribution System) function allows your RT-AX55 to connect to an access point wirelessly.
WDS may also be considered a repeater mode.

Note:
The ] ity method. To set up the
ty. P!
To enable WDS to extend the wireless signal, please follow these steps :

1. Select [WDS Only] or [Hybrid] mode and add MAC address of APs in Remote AP List.

2. Ensure that this wireless router and the AP you want to connect to use the same channel.

3. Key in the remote AP mac in the remote AP list and open the remote AP's WDS management interface, key in the this
router's MAC address.

4.To get the best performance, please go to Advanced Settings > Wireless > General and assign the same channel
bandwidth, control channel, and extension channe! to every router in the network.

Basic Config

2.4GHz MAC 00:90:4C:32:80:00
5GHz MAC 00:90:4C:30:70:00
2.4GHz v

AP only v

Add / Delete

®

Dé thiét l1ap cau ndi khong day:

1. Tu bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > Wireless (Khong day) > WDS.

2. Chon bang tan cho cau n6i khong day.
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3. Trong muc AP Mode (Ché dd AP), chon mét trong cac tly
chon sau:

« AP Only (Chi AP): Tat chiic nang Wireless Bridge (Cau noi
khong day).

« WDS Only (Chi WDS): Bat chic niang Wireless Bridge (Cau
ndi khéng day) nhu’ng chan khong cho cac thiét bi/tram
khong day khac két noi vaéi router.

« HYBRID: Bét chiic ndng Wireless Bridge (Cau n6i khong day)
va cho phép cac thiét bi/tram khong day khéc két néi véi
router.

LUU Y: O ché d6 Hybrid, cac thiét bi khong day da két ndi véi router
khong day ASUS sé chi nhan mot nifa téc do két néi clia Bo thu phat
khong day (AP).

4, Trong muc Connect to APs in list (K&t ndi cac AP trong danh
sach), nhap Yes (C6) néu ban mudn két noi vai Bo thu phat
khong day cé trong Remote AP List (Danh sach AP tu xa).

5. Trong truong Control Channel (Kénh Diéu khién), chon kénh
van hanh cho cau n6i khong day. Chon Auto (Tu dong) dé cho
phép bo dinh tuyén tu dong chon kénh ¢4 it nhiéu nhat.

LUUY: Viéc c6 sén kénh sé khac nhau tly theo qudc gia hodc khu vuc.

6. Trén Remote AP List (Danh sach AP tur xa), nhap dia chi MAC va
nhap nut Add (Thém) [&) dé nhap dia chi MAC clia cac B6 thu
phat khong day kha dung khac.

LUU Y: B4t ky Bo thu phéat khéng day nao da thém vao danh sach phéi &
trén cling Kénh diéu khién vai router khéng day ASUS.

7. Nhap Apply (Ap dung).



3.12.4B6 loc MAC khong day

B6 loc MAC khéong day cho phép kiém soét cac gai tin dugc truyén
sang dia chi MAC (Kiém soat truy cap truyén thong) da chon trén
mang khoéng day cua ban.

Wireless - Wireless MAC Filter

Wireless MAC filter allows you to control packets from devices with specified MAC address in your Wireless LAN.

Basic Config

Enable MAC Filter
Accept ¥

MAC filter list (Max Limit : 64)

Client Name (MAC Address) Add / Delete:

©)

Pé thiét l1ap bd loc MAC khéng day:

1.

TU bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > Wireless (Khdng day) > Wireless MAC Filter (B loc
MAC khong day).

2. Chon Yes (C6) trong muc Enable Mac Filter (Bat bo loc MAC).
3. Trong danh sach MAC Filter Mode (Ché dd bé loc MAC) s6

xudng, chon Accept (Chap nhan) hoac Reject (Tir chéi).

« Chon Accept (Chap nhéan) dé cho phép céc thiét bi trong
danh sach bo loc MAC truy cap mang khong day.

- Chon Reject (Tur chdi) dé chan khong cho cac thiét bi trong
danh sach b6 loc MAC truy cap mang khong day.

Trén danh sach bd loc MAC, nhap nit Add (Thém) [€] va nhap
dia chi MAC cua thiét bi khong day.

. Nh&p Apply (Ap dung).
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3.12.5 Cai dit RADIUS

Cai dat RADIUS (Quay s6 xac thuc tir xa trong dich vu nguai dung)
cung cap Idp bao mat bé sung khi ban chon cach ma hoa WPA-
Enterprise, WPA2-Enterprise, WPA3-Enterprise hodc Radius qua
802.1x lam Ché d6 xac thuc.

Wireless - RADIUS Setting

This section allows you to set up additional for authorizing wireless clients through RADIUS server. Itis required while
you select "Authentication Method” in "Wirel I" as "WPA-Enterprise / WPA2 Enterprise”.

Band

Server IP Address

Dé thiét lap cai dat RADIUS khéng day:

1. Dam bdo ma xac thuc cta router khong day dugc cai sang
WPA-Enterprise, WPA2-Enterprise.

LUUY: Hay tham khdo phan 3.12.1 Cai dat chung dé dinh cdu hinh
Ché d6 xac thuc cho router khong day.

2. T bang diéu hudng, vao Advanced Settings (Cai dat nang
cao) > Wireless (Khong day) > RADIUS Setting (Cai dat
RADIUS).

3. Chon béng tan.

4, Trong muc Server IP Address (Dia chi IP may chii), nhap Dia
chi IP ctia mdy chu RADIUS.

5. Trong muc Connection Secret (Bi mat két néi), gan mat khau
deé truy cap may chu RADIUS cua ban.

6. Nhap Apply (Ap dung).



3.12.6 Chuyén nghiép

Man hinh Professional (Chuyén nghiép) cung cép cac tlly chon cau
hinh nang cao.

LUU Y: Chung toi dé nghi ban st dung cac gia tri mac dinh trén trang
nay.

Wireless - Professional

Wireless Professional Setting allows you to set up additional parameters for wireless. But default values are recommended

*Reminder

Band

Enable Radio

Enable wireless scheduler

Set AP Isolated

Reaming Enable v Disconnect clients with RSSI lower than | 55 | dBm
Bluetooth Disable
Enable IGMP Snooping Disable v
Multicast Rate(Mbps) Auto
Preambie Type Long v
AMPDU RTS Enable v
RTS Threshoid 2347

DTIM Interval

Beacon Interval 100

Enable TX Bursting Enable v
Enable WMM Enable v
Enable WMM No-Acknowledgement Disable v
Enable WMM APSD Enable v
Modulation Scheme Up to MCS 11 (Nitrogam/1024-qam) v
Aiitime Faimess Enable v
Multi-User MIMO Enable v
Explicit Beamforming Enable v

Universal Beamforming Enable v

Trong man hinh Professional Settings (Cai dat chuyén nghiép),
ban ¢4 thé dinh cau hinh cdc muc sau:
« Band (Bang tan): Chon bang tan ma cac cai dit chuyén
nghiép sé dugc ap dung.
« Enable Radio (Bat v tuyén): Chon Yes (C6) dé bat két noi
mang khong day. Chon No (Khéng) dé tat két néi mang
khong day.
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+ Bat Wireless scheduler (Trinh lap lich khong day): Ban cé

thé chon dinh dang déng hé dugi dang 24 gi& hodc 12 gid.
Mau sac trong bang cho biét Allow (Cho phép) hodc Deny
(Tu ch0|)> Nhap tiing khung hinh dé thay ddi cai dit gio cla
cac ngay trong tuan va nhap OK khi hoan tat.

Wireless - Professional

Thu, Oct 19 14:38:52 2023

00:00 04:00

[ ommime Schedule Disabled Offtime Schedule

ear all

Set AP isolated (Cai AP cach ly): Muc Cai AP cach ly chan
khong cho cdc thiét bj khong day trén mang cda ban két noi
v6i nhau. Tinh néng nay la hitu ich néu nhiéu khach truy cap
thudng xuyén két n6i hodc thoat khoi mang ctia ban. Chon
Yes (C6) dé bat tinh nang nay hoéc chon No (Khéng) dé tat.

Multicast rate (Téc do truyén da phuong) (Mbps): Chon
toc do truyen da phuong hoic nhap Disable (Tat) dé tat
truyén riéng cling ldc.

Preamble Type (Kiéu mé dau): Kiéu mg dau xac dinh thoi
lugng ma router da dung cho CRC (Su kiém tra tinh du vong).
CRC la cach phat hién cac 16i trong khi truyén tai dir liéu.
Chon Short (Ngén) cho mang khong day ban véi luu luong
mang cao. Chon Long (L&u) néu mang khong day ctia ban
bao gém cac thiét bi khong day truyén théng hodc cti hon.



* RTS Threshold (Ngudng RTS): Chon gia tri thap hon cho
Ngudng RTS (Yéu cau giii) dé cai thién két néi khong day
trong mang khong day ban hoéc nhiéu véi luu lugng mang
cao va nhiéu thiét bi khong day.

DTIM Interval (Thai lugng DTIM): Thdi lugng DTIM (Tin béo
luu lugng da guii) hodc Data Beacon Rate (Toc d6 moc bao
dr liéu) la thai lugng trudc khi tin hiéu dugc gi cho thiét bi
khong day & ché d6 cha cho biét goi dir lieu dang chd gui di.
Gia tri mdc dinh la ba miligiay.

Beacon Interval (Thoi qung méc bao): Thai lugng méc
béo la thaoi gian gitta DTIM nay va DTIM ké tlep Gia tri mac
dinh la 100 miligiay. Giam gia tri Thoi Iucng m&c bao cho két
néi khong day khong én dinh hoic cho cac thiét bi chuyén
vung.

Enable TX Bursting (Bat TX Bursting): Bat TX Bursting giup
cdi thién téc do truyén gilia router khong day va cac thiét bi
802.11g.

Enable WMM APSD (Bat WMM APSD): Bat WMM APSD
(Truyen tai tiét kiem nguon tu dong da phUdng tién Wi-Fi)
dé cai thién quén ly nguén gidia cac thiét b khéng day. Chon
Disable (T4t) dé tit WMM APSD.
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4 Tiénich

GHI CHU:

Tai vé va cai dat cac tién ich ctia router khdng day tur trang web
ASUS:

« Phat hién thiét bi v1.4.7.1 tai https://dlcdnets.asus.com/pub/
ASUS/wireless/ASUSWRT/Discovery 1483.zip?model=RT-AX52

Phuc héi firmware v1.9.0.4 tai https://dlcdnets.asus.com/pub/
ASUS/wireless/GT-AX6000/Rescue 2103.zip?model=RT-AX52

« Cactién ich nay khéng dugc ho trg trén HDH MAC.

4.1 Phat hién thiét bi

Phat hién thiét bi la tién ich WLAN ASUS gitp phat hién thiét bi
router khdng day ASUS, va cho phép ban dinh cau hinh cac cai dat
ndi mang khong day.

Dé bat tién ich Device Discovery (Phat hién thiét bi):

«Tuman hinh nén may tinh, nhap Start (Bat dau) > All
Programs (Moi chuong trinh) > ASUS Utility (Tién ich ASUS)
> Wireless Router (Router khong day) > Device Discovery
(Phat hién thiét bi).

LUU Y: Khi cai router sang ché do Access Point (B thu phét khong day),
ban can dung tién ich Phat hién thiét bi d&€ nhan dia chi IP cla router.




4.2 Phuchéifirmware

Phuc hoi firmware dugc sir dung trén Router khéng day ASUS von
da bi 16i trong qua trinh nang cap firmware lién quan. N6 tai lén
firmware ma ban da chon. Tién trinh mat khoan ba dén bon phdt.

g Firmware Reslg —— @

Before you get started, please check the model name and hardware
version from the label.

1. Please confimn the label at the bottom of your router
model shows H'W Version, different hardware version needs
it ﬁmma:e VErsion to process restoration.

2. Download firmware from ASUS support site:
https:/ivww.asus.com/support

For example, if your label shows “RT-AC66U_B1" ,
fimware of "RT-AC66U"  is not available for restoration.

Eilenaras “ Browse...

Stahs -
After locating the firmware file, click Upload,

QUAN TRONG! Bat ché do ctiu nguy trén router trudc khi st dung tién
tich Phuc hoi firmware.

LUU Y: Tinh nang nay khéng dugc hé trg trén HDH MAC.
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Dé bat ché dd cliu nguy va si dung tién ich Phuc hoi firmware:

1.
2.

5.

Ngat router khong day khoi nguén dién.

Gilf nat Reset (Khéi dong lai) & phia sau va dong thoi cam lai
router khdng day vao nguon dién. Nha nut Reset (Khgi dong
lai) khi dén LED nguén & phia trudc nhap nhady cham - cho biét
router khong day dang & ché do cdu nguy.

. Cai IP tinh trén may tinh va st dung cac muc sau dé thiét lap cai

dat TCP/IP:
IP address (Pia chi IP): 192.168.50.1
Subnet mask (Mat na mang phu): 255.255.255.0

. Tuman hinh nén mdy tinh, nhapStart (Bat dau) > All

Programs (Moi chuong trinh) > ASUS Utility (Tién ich
ASUS) > Wireless Router (Router khong day) > Firmware
Restoration (Phuc hoi firmware).

Chon file firmware r6i nhap Upload (Tai lén).

LUUY: Day la tién ich nang cap firmware va ban khong thé st dung
tién ich nay trén Router khdng day ASUS dang hoat dong. Cac nang cap
firmware thong thudng phai dugc thuc hién qua giao dién web. Tham
khado Chuong 3: Dinh cau hinh Cai dat chung va nang cao dé biét
thém chi tiét.




5 Khacphucsucd

Chuong nay cung cap gidi phap cho cac su ¢ ma ban c6 thé gap
phai vai router. Néu ban gédp phai cac su c6 chua dugc dé cap
trong chuang nay, hay truy cap trang hé trg ASUS tai:
https://www.asus.com/support/ dé biét thém thong tin vé san
pham va chi tiét lién lac clia Ddi ngl hé trg ky thuat ASUS.

5.1 Khacphucsu cd coban

Néu ban dang gap phai cac su c6 vai router, hay thir cac budc co
ban sau trong phan nay trudc khi tim kiém thém giai phép.

Nang cap firmware lén phién ban méi nhat.

1. Bat GUl web. Vao thé Advanced Settings (Cai dat nang cao)
> Administration (Quan ly) > Firmware Upgrade (Nang cap
firmware). Nhdp Check (Kiém tra) dé kiém tra xem firmware
m&i nhat cé san hay khéng.

Administration - Firmware Upgrade

Note:

1. The Iatest firmware version include updates on the previous version.
2. For a configuration parameter existing both in the old and new firmware, its setting will be kept during the upgrade

4. Getthe latest firmware v

Firmware Version

Check Update

AiMesh router

Manual fimware update :

sh system. Please

2. Néu firmware mdi nhat cé san, hay truy cap trang web toan
cau ASUS tai https://www.asus.com/Networking/RT-AX52/
HelpDesk/ dé tai vé firmware mai nhat.

3. Tutrang Firmware Upgrade (Nang cap firmware), nhap
Browse (Duyét) dé xac dinh file firmware.

4. Nhap Upload (Tai lén) dé nang cap firmware.
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Khai dong lai mang ctia ban theo trinh tu sau:
Tat modem.

Ngat két néi modem.

Tat router va cac may tinh.

Két noi lai modem.

B4t modem rdi dgi trong 2 phut.

B4t router réi dgi trong 2 phit.

Bat cac may tinh.

No vk wN -

Kiém tra xem cac cap ethernet ciia ban da dugc cam thich hop
hay chua.

« Khi da cam thich hop cap ethernet két néi router véi modem,
dén LED WAN sé bt én.

Khi da cam thich hop cap két néi may tinh da bat vdi router,
den LED LAN tuong tng sé bat lén.

Kiém tra xem cai dat khong day trén may tinh c6 khép véi cai
dat trén may tinh hay khong.

Khi ban két n6i may tinh vai router qua mang khong day, dam bao
SSID (tén mang khong day), cach ma hda va mat khau phai dung.

Kiém tra xem cac cai dit mang ctia ban ¢6 dung khéng.

« Tung thiét bi khach trén mang phai cé mét dia chi IP hop [é.
ASUS dé nghi ban nén st dung mdy cht DHCP ctia router
khong day dé gan dia chi IP cho cdc may tinh trén mang.



M6t s6 nha cung cap dich vu modem cé day yéu cau ban st
dung dia chi MAC ctia may tinh dugc dang ky lan dau trén
tai khoan. Ban c6 thé xem dia chi MAC trén trang GUI web,
Network Map (So @6 mang) > Clients (Thiét bi khach),
va di chuyén con tro chu6t Ién thiét bi cta ban trong Client
status (Tinh trang thiét bi khach).

£

Client status

Internet status:
Connected Online  Wired (1)

WAN IP: 10.10.163.159
DDNS: GO

it
@ 192.168.50.198

80:6D:97:19:B1:7A

Security level: Refresh

WPA2-Personal 8

Clients:

View List
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5.2 Nhiing cau hoi thuong gap (FAQs)

Téi khéng thé truy cap GUI ctia router bang trinh duyét
web

« Néu may tinh cla ban dugc két néi mang c6 day, hay kiém tra
két noi cap ethernet va tinh trang den LED nhu mo té & phan
trudc.

« Dédm bao ban dang strdung thong tin dang nhap chinh xac.
Tén dang nhap va mat khdu méc dinh géc 1a“admin/admin’.
Dam bao phim Caps Lock d dugc tat khi ban nhap thong tin
dang nhap.

« X0a cac cookie va file trong trinh duyét web cta ban. Déi véi
Internet Explorer, thuc hién theo cac budc sau:

1. Bat Internet Explorer roi nhap - rercmes : x
Tools (Cong cu) > Internet — T S
Options (Tuy chon internet). g cew mmes s st sseser s

2. Trong thé General (Chung),

duGi Browsing history (Lugc =~ et el e
si duyét), nhap Delete e
(Xoa)..., chon Temporary

Change how webpages are displayed in tabs. Tabs

Internet files and website
files (Tap tin internet tam
thi va tap tin trang web) va
Cookies and website data
(Cookies va dir liéu trang o[ o | [ Fonn | | hcbiy
web) réi nhap Delete (X6a).

GHI CHU:

Céc lénh xda cookie va file sé khac nhau tuy theo trinh duyét web.

«  Tat cai dat may chd Gy nhiém, hiy két néi qua dién thoai va thiét lap
cai d4t TCP/IP dé nhan céc dia chi IP tu dong. Dé biét thém chi tiét,
tham khao Chuong 1 trong s6 huéng dan st dung nay.

Pam bao ban s dung cac cap ethernet CAT5e hodc CAT6.



May khach khéng thé thiét 1ap két néi khong day véi
router.

LUUY: Néu dang gap cac su c6 két néi véi mang 5GHz, dam béo thiét bi
khong day clia ban ho trg 5GHz hodc tich hgp cac tinh nang bang tan kép.

+ Ngoai viing phti séng:
« Di chuyén router dén gan hon véi thiét bi khach khong day.

+ Thtr chinh cac dngten cua router sang hudng t6t nhat nhu
mo ta & phan 1.4 B6 tri router cta ban.

+ May chi DHCP da bi tat:

1. Bat GUI web. Vao General (Chung) > Network Map (So d6
mang) > Clients (Thiét bi khach) va do tim thiét bi ban
mudn két noi véi router.

2. Néu ban khong tim thay thiét bi trong Network Map (So
d6 mang), hay vao Advanced Settings (Cai dt nang cao)
> LAN > DHCP Server (May cha), d.sach Basic Config (Cau
hinh co ban), chon Yes (C6) trén Enable the DHCP Server
(Bat may chi DHCP).

LAN - DHCP Server

DHCP (Dynamic Host Configuration Protocol) is a protocol for the automatic configuration used on IP networks. The DHCP server
can assign each client an IP address and informs the client of the of NS server IP and default gateway IP. RT-AX52 supports up

to 253 IP addresses for your local network.
Manually Assigned IP around the DHCP list FAQ

O Yes ®nNo

192.168.50.2
192.168.50.254

86400

1P Address DNS Server (Optional)  Host Name (Optional) ~ Add / Delete

®
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« SSID da bi an. Néu thiét bi clia ban c6 thé tim thay cac SSID
tU nhiing router khac nhung khong tim thay SSID cho router
cla ban, hay vao Advanced Settings (Cai dat nang cao) >
Wireless (Khéng day) > General (Chung), chon No (Khong)
trén Hide SSID (An SSID), va chon Auto (Tu dong) trén
Control Channel (Kénh diéu khién).

Wireless - General
Set up the wireless related information below.
Enable Smart Connect ON
Smart Connect Dual-Band Smart Connect (2.4 GHz and 5 GHz) v
2.4/5 GHz
Network Name (SSID) 11524 2 FE!
® Yes Ono
Auto v v

s when enabling 802 11ax
802.11ax / WiFi 6 mode

WiFi Agile Multiband Enable v

Target Wake Time Disable v

Auther lethod WPA2-Personal
WPA Encryption AES v
WPA Pre-Shared Key wireless
Protected Management Frames Disable
Group Key Rotation Interval 3600
2.4GHz

20/40 MHZ v

ent C

Extension Channel
5GHz

Channel bandwidth

+ Néu ban dang st dung adapter LAN khéng day, kiém tra xem
kénh khong day dang dung 6 tuong thich véi cac kénh c6 san
trong nudc/khu vuc clia ban hay khong. Néu khong, héay chinh
kénh, bang thong kénh va ché do khong day.



« Né&u van khong thé két néi khong day véi router, ban c6 thé cai
lai router vé cai dat méc dinh goc. Trong GUI clia router, nhap

Administration (Quan ly) > Restore/Save/Upload Setting

(Phuc héi/Luu/Tai Ién cai dat) va nhap Restore (Phuc héi).

Administration - Restore/Save/Upload Setting

This function allows you to save current settings to a file, or load settings from a file.

Factory defauit Restore Initialize

Save setting Save

Restore setiing upload EiREE ERGEabi-Ed
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Khéng thé truy cap internet.

« Kiém tra xem router clia ban c6 thé két ndi vai dia chi IP mang
WAN tir nha cung cép dich vu internet (ISP) hay khong. D& thuc
hién diéu nay, bat GUI web va vao General (Chung) > Network
Map (So d6 mang), va kiém tra Internet status (Tinh trang
internet).

« Néu router khong thé két néi véi dia chi IP WAN cla ISP, thir
khai dong lai mang cda ban nhumé ta & phan Restart your
network in following sequence (Khéi déng lai mang theo
trinh tu sau) trong Basic Troubleshooting (Khéc phuc su ¢6
co ban).

Internet status:
Connected

WAN IP: 192.168.0.146
DDNS: GO

« Thiét bi da bi chan qua chiic ndng Kiém soat cha me. Vao
General (Chung) > Parental Controls (Kiém soat cha me) va
nhin xem thiét bi c6 ndm trén danh sach hay khong. Néu thiét
bi dugc liét ké trong Client Name (Tén thiét bi khach), théo
thiét bi bang nut Delete (Xéa) hodc chinh Time Management
Settings (Cai ddt quan ly gid).

Parental Controls

By enabling Block All Devices, all of the connected devices will be blocked from Intemet access.
Enable block all devices ON

This feature allows you to set up a scheduled time for specific devices' Intemet access.

1. In [Client Name] column, select a device you would like to manage. You can also
manually key in MAC address in this column
2. In the [Add / Delete] column, dlick the plus(+) icon to add the client

‘
“ 3. In [Time Management] column, click the edit icon to set a schedule.

4. Click [Apply] to save the configurations.

Note:
1. Please disable NAT Acceleration for more precise scheduling control

Enable Parental Controls ON
System Time Fri, Dec 29 16:28:37 2023

Client List (Max Limit : 64)

select all v Ciient Name (MAC Address) Time Management Add/ Delete

Time ~ - = ©)

No data in table.

Apply




+ Néuvan khong thé truy cap internet, thi khéi dong lai may
tinh va kiém tra cac muc IP address (dia chi IP) va gateway
address (dia chi céng ndi) clia mang.

« Kiém tra cac dén bao tinh trang trén modem ADSL va router
khéng day. Néu den LED WAN trén router khong day chua bat,
kiém tra xem moi loai cap da dugc cam thich hgp chua.

Ban da quén SSID (tén mang) hoac mat khau mang

« Thiét lap SSID va khda ma hda mai qua két néi cé day (cap
ethernet). Bat web GUI, vao Network Map (So do mang), nhap
biéu tugng router, nhap SSID va khéa ma hda méi va sau do
nhap Apply (Ap dung).

Cai lai router cla ban vé cai dat mac dinh. Bat web GUI, vao
Administration (Quan Iy) > Restore/Save/UpIoad Setting
(Phuc héi/Luu/Tai Ién cai dat) va nhap Restore (Phuc héi). Ca
tén ding nhap va mat khau méc dinh déu 13 “admin”.

Céch phuc héi hé théng vé cai dat mac dinh?

+ Vao Administration (Quan ly) > Restore/Save/UpIoad
Setting (Phuc héi/Luu/Tai Ién cai dat) va nhap Restore (Phuc
hoi).

Khong thé nang cap firmware.

Bat ché do cliu nguy va chay tién ich Phuc hoi firmware. Tham
khao phan 4.2 Phuc héi firmware dé biét cach sit dung tién ich
Phuc hoi firmware.
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Khéng thé truy cap GUl web

Trudc khi dinh cau hinh router khéng day clia ban, thuc hién céac
budc mo ta trong phan nay cho may tinh chii va cac thiét bi khach

ndi mang.
A.

Windows®

1. Nhép Start (Bt dau) >
Internet Explorer dé bat trinh
duyét nay.

2. Nhap Tools (Céng cu) >
Internet options (Tuy chon
internet) > Connections (Két
néi) > LAN settings (Cai dat
LAN).

3. TU man hinh Local Area

Local Area Network (LAN) Settings
g s —

Tat may cha Gy nhiém, néu da bat.

|
[ General | Security [ Privacy | Conterjt | Connections | frograms | Advanced | ‘
N

|

.;!Q To set up an Intemet connection, dick
Setup.

Dial-up and Virtual Private Network setings —

3 Access RD Network Resources - Go to vpn.as|

Add...

R P— | ’

Choose Settings if you need to configure a proxy
server for a connection.

@) Never dial a connection
(©) Dial whenever a netwark connection is not present
(@) Always dial my default connection

Set default

Local Area Netwark (LAN) settings

LAN Settings do not apply to dial-up connections.

Choose Settings above for dial-up settings.

=]

Cancel

|

Network (LAN) Settings (Cai
dat mang cuc bo (LAN)), bd
chon Use a proxy server
for your LAN (Dung may
ch Gy nhiém cho LAN).

4. Nhap OK khi hoan tat. |

Automatic configuration

Automatic configuration may override manual settings. To ensure the
use of manual settings, disable automatic configuration.

[~ automatically detect settings

D Use automatic configuration script

Proxy server

] Use a proxy server for your LAN {These settings will not apply to
dial-up or VPM connections).

ort; (80 Advanced

Bypass proxy server for local addresses

Cancel




HDH MAC _

“ |y @

1. TL‘I tr\lnh duyét Show All Displays Sound Network Startup Disk

Safari, nhap Safari > :

Preferences (Uu tién) > TCP/IP | PPPoE | AppleTalk | Proxies | Ethernet -

Advanced (Nang cao) E=————

> Change Settings... o Il — |

(Thay d6i cai dat...). e
2. Tuman hinh Network P ——

(Mang), b6 chon FTP geetomsgorns

Proxy va Web Proxy

(HTTP).

3. Nhap Apply Now (Ap
dung ngay) khi hoan tat.

Location: | Automatic

(¥ Use Passive FTP Mode (PASV) @)

{] —
U Click the lock to prevent further changes. (Assistme... )| (Apply Now

LUUY: Tham khdo tinh nang trg gitp trén trinh duyét dé biét chi tiét vé
cach tdt may chu ty nhiém.

B. Thuchién cai dat TCP/IP dé tu ddng nhan dia chi IP.

Windows®

1. Nhép Start (Bat dau) > Control Panel (Bang diéu khién) >
Network and Sharing Center (Trung tam mang va chia sé),
sau dé nhap vao két ndi mang dé hién thi ctia so trang thai lién
quan.

View your basic network information and set up connections
Centrol Panel Home

View your active networks
Change adapter settings

Change advanced sharing corpnet.asus Access type: Internet

seftings Domain network Connections: | [ Ethernet

Change your networking settings

i Set up a new connection or network

Set up a broadband, dial-up, or VPN connection; or set up a router or access point.

[S] Troubleshaot problems
Diagnose and repair network problems, or get traubleshaoting information.
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. Nhép Properties (Thuédc

tinh) dé hién thij ctia s6
Ethernet Properties (Thudc
tinh ethernet).

. Chon Internet Protocol

Version (P.ban giao thiic
internet) 4 (TCP/IPv4) hoac
Internet Protocol Version
(P.ban giao thic internet)
6 (TCP/IPv6), sau d6 nhap
Properties (Thudc tinh).

. D€ nhan céc cai dat IP IPv4

tu dong, chon Obtain an IP
address automatically (Nhan
dia chi IP tu dong).

Dé nhan cac cai dat IP IPv6 tu
dong, chon Obtain an IPv6
address automatically (Nhan
dia chi IPv6 tu dong).

. Nhép OK khi hoan tat.

,“, Ethernet Status x
General
Connection
IPv4 Connectivity: Internet
IPv6 Connectivity: No network access
Media State: Enabled
Duration: 03:29:31
Speed: 1.0 Ghps
Details...
Activity
Sent l.Ll Received
-
e
Bytes: 71,424,646 70,727,241

GProperﬁes GDisab\a Diagnose

U Ethemet Properties

Networking  Authentication

Connect using:

&P Intel(R) Ethemet Connection (2) 1215-V

This connection uses the following items

i dapter-Muttip
4 Microsoft LLDP Protocel Driver

[a. Intemet Protocol Version & (TCP/IPvE) |
. Link-Layer Topology Discovery Responder
. Link-Layer Topology Discovery Mapper /O Driver v
< >

Install. . Uninstall Properties

Description
Transmission Control Protocol/Intemet Protocol. The default
wide area network protocal that provides communication
across diverse interconnected networks.

Internet Protocol Version 4 (TCP/IPv4) Propertics

General  Alternate Configuration

You can get IP settings assigned automatically if your network supports
this capabiiity. Otherwise, you need to ask your network administrator
far the appropriate [P settings.

‘ (@) Cbtain an IP address automatically ‘

(D) Use the following IP address:

(®) Obtain DNS server address automatically

(0 Use the fallowing DNS server addresses:

1
[

Validate settings upon exit P

Cance




HPH MAC

000

Network (=]

1. Nhép biéu tugng Apple

trén man hinh cta ban.
2. Nhép System

Y 5 / 7. ’ ) (™| e
& nam & goc trai phia  Ema0 a8

&

Location: | Automatic

Show: | Built-in Ethernet

TCP/IP | PPPOE | AppleTalk | Proxies | Etherner '

Preferences (Uu tién

Configure IPva:

hé théng) > Network
(Mang) > Configure...
(Pinh cau hinh...).

3. Tuthé TCP/IP, chon
Using DHCP (S dung
DHCP) trong d.sach
Configure IPv4 (Pinh
cau hinh IPv4) s6 xudng.

IP Address:
Subnet Mask:
Router:

DNS Servers:

Search Domains:

g}
UF] Click the lock to prevent further changes.

Using DHCP. ;
192.168.182.103 (Renew DHCP Lease )
255.255.255.0 DHCP Client ID:
(f required)
192.168.182.250
192.168.128.10 (Optional)
(Optional)

IPv6 Address: fe80:0000:0000:0000:0211:24ff.fe32:b18e

(Configure IPvé.. ) @

(“Assistme.. )| (" Apply Now )

4. Nhap Apply Now (Ap dung ngay) khi hoan tat.

LUUY: Tham khdo tinh ning tro gilp va hé trg trén hé diéu hanh dé
biét chi tiét vé cach dinh cau hinh cac cai dat TCP/IP ciia may tinh.

C

Windows® , =

1. Nhdp Start (Bat dau) > Internet |
Explorer dé bat trinh duyét nay.

2. Nhap Tools (Céng cu) >
Internet options (Tuy chon_
in;ernet) > Connections (Két
noi).

3. Chon Never dial a connection
(Khong bao gio goi két noi).

4. Nhép OK khi hoan tét.

Tat két néi qua dién thoai, néu da bat.

General [ secunity | Privacy | content | Connections | Programs | Advanced | ‘
L 1

ﬂ“ To set up an Internet eonnection, dick
Setup.

Dial-up and Virtual Private Network settings —

€25 Access RD Network Resources - Go to vpn.as|

Add.

Add VPN... ‘
[ Remove...
Choose Settings (f you need to configure aproxy | Settings

server for a connection.

@ Never dial a connection

T Dial whenever a network connection is not present

1) —p— »

) Abways dial my default connection

Set default

Local Area Netwark (LAN) settings

LAN Settings da nat apply to dial-up connections LAN settings

Choose Settings above for dial-up settings.

Ca

LUUY: Tham khdo tinh nang trg gitp trén trinh duyét dé biét chi tiét vé

cach tat két n6i mang qua dién thoai.
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Phu luc

Thong bao

This device is an Energy Related Product (ErP) with High Network
Availability (HiNA), the power consumption will be less than
12watts when the system is in network standby mode (idle mode).

ASUS Recycling/Takeback Services

ASUS recycling and takeback programs come from our
commitment to the highest standards for protecting our
environment. We believe in providing solutions for you to be able
to responsibly recycle our products, batteries, other components,
as well as the packaging materials. Please go to http://csr.asus.
com/english/Takeback.htm for the detailed recycling information
in different regions.

REACH

Complying with the REACH (Registration, Evaluation,
Authorisation, and Restriction of Chemicals) regulatory
framework, we published the chemical substances in our products
at ASUS REACH website at

http://csr.asus.com/english/index.aspx

Federal Communications Commission Statement

This device complies with Part 15 of the FCC Rules. Operation is
subject to the following two conditions:

« This device may not cause harmful interference.

« This device must accept any interference received, including
interference that may cause undesired operation.

This equipment has been tested and found to comply with the
limits for a class B digital device, pursuant to part 15 of the FCC



Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation.

This equipment generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with

the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which
can be determined by turning the equipment off and on, the user
is encouraged to try to correct the interference by one or more of
the following measures:

+ Reorient or relocate the receiving antenna.
+ Increase the separation between the equipment and receiver.

+ Connect the equipment into an outlet on a circuit different
from that to which the receiver is connected.

+ Consult the dealer or an experienced radio/TV technician for
help.

IMPORTANT! This device within the 5.15 ~ 5.25 GHz is restricted to
indoor operations to reduce any potential for harmful interference to
co-channel MSS operations.

CAUTION! Any changes or modifications not expressly approved by
the party responsible for compliance could void the user’s authority to
operate the equipment.

Prohibition of Co-location

This device and its antenna(s) must not be co-located or operating
in conjunction with any other antenna or transmitter except in
accordance with FCC multi-transmitter product procedures. For
product available in the USA/Canada market, only channel 1~11
can be operated. Selection of other channels in not possible.
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Safety Information

To maintain compliance with FCC's RF exposure guidelines, this
equipment should be installed and operated with minimum
distance 20cm between the radiator and your body. Use on the
supplied antenna.

Declaration of Conformity for Ecodesign directive
2009/125/EC

Testing for eco-design requirements according to (EC) No
1275/2008 and (EU) No 801/2013 has been conducted. When
the device is in Networked Standby Mode, its I/O and network
interface are in sleep mode and may not work properly. To wake
up the device, press the Wi-Fi on/off, LED on/off, reset, or WPS
button.

Simplified EU Declaration of Conformity

ASUSTek Computer Inc. hereby declares that this device is in
compliance with the essential requirements and other relevant
provisions of Directive 2014/53/EU. Full text of EU declaration of
conformity is available at https://www.asus.com/support/.

This equipment complies with EU radiation exposure limits set
forth for an uncontrolled environment. This equipment should be
installed and operated with minimum distance 24 cm between
the radiator & your body.

All operational modes:

2.4GHz: 802.11b, 802.11g, 802.11n (HT20), 802.11n (HT40),
802.11ac (VHT20), 802.11ac (VHT40), 802.11ax(HE20),
802.11ax(HE40)

5GHz: 802.11a, 802.11n (HT20), 802.11n (HT40), 802.11ac (VHT20),
802.11ac (VHT40), 802.11ac (VHT80), 802.11ax(HE20),
802.11ax(HE40), 802.11ax(HE80)



The frequency, mode and the maximum transmitted power in EU
are listed below:

2412-2472MHz (802.11g 6Mbps): 19.96 dBm

5180-5240MHz (802.11ac VHT20 MCS0): 22.97 dBm
5260-5320MHz (802.11ac VHT40 MCS0): 22.97 dBm
5500-5700MHz (802.11ac VHT80 MCS0): 29.98 dBm

The device is restricted to indoor use only when operating in the
5150 to 5350 MHz frequency range.

AT BE BG cz DK EE FR
DE IS IE IT EL ES cY
Lv LI LT LU HU MT NL
NO PL PT RO S| SK TR
Fl SE CH UK HR UA

Canada, Industry Canada (IC) Notices

This device complies with Industry Canada’s license-exempt RSSs.
Operation is subject to the following two conditions: (1) this
device may not cause interference, and (2) this device must accept
any interference, including interference that may cause undesired
operation of the device.

The device for operation in the band 5150-5250 MHz is only for
indoor use to reduce the potential for harmful interference to co-
channel mobile satellite systems.

Radio Frequency (RF) Exposure Information

The radiated output power of the ASUS Wireless Device is below
the Industry Canada (IC) radio frequency exposure limits. The
ASUS Wireless Device should be used in such a manner such

that the potential for human contact during normal operation is
minimized.

This equipment should be installed and operated with a minimum
distance of 20 cm between the radiator and any part of your body.
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This device has been certified for use in Canada. Status of the
listing in the Industry Canada’s REL (Radio Equipment List) can be
found at the following web address:
http://www.ic.gc.ca/app/sitt/reltel/srch/nwRdSrch.do?lang=eng
Additional Canadian information on RF exposure also can be
found at the following web:
http://www.ic.gc.ca/eic/site/smt-gst.nsf/eng/sf08792.html

Canada, avis d’'Industry Canada (IC)

Le présent appareil est conforme aux CNR d’Industrie Canada
applicables aux appareils radio exempts de licence.

Son utilisation est sujette aux deux conditions suivantes : (1) cet
appareil ne doit pas créer d'interférences et (2) cet appareil doit
tolérer tout type d'interférences, y compris celles susceptibles de
provoquer un fonctionnement non souhaité de I'appareil.

Les dispositifs fonctionnant dans la bande de 5 150 a 5 250 MHz
sont réservés uniquement pour une utilisation a l'intérieur afin de
réduire les risques de brouillage préjudiciable aux systemes de
satellites mobiles utilisant les mémes canaux.

Informations concernant I'exposition aux fréquences
radio (RF)

La puissance de sortie émise par I'appareil de sans | ASUS est
inférieure a la limite d’exposition aux fréquences radio d’'Industry
Canada (IC). Utilisez I'appareil de sans | ASUS de fagcon a minimiser
les contacts humains lors du fonctionnement normal.

Cet équipement doit étre installé et utilisé avec une distance
minimale de 20cm entre le radiateur et toute partie de votre corps.

Ce périphérique est homologué pour I'utilisation au Canada.
Pour consulter I'entrée correspondant a I'appareil dans la liste
d'équipement radio (REL - Radio Equipment List) d’Industry
Canada rendez-vous sur:
http://www.ic.gc.ca/app/sitt/reltel/srch/nwRdSrch.do?lang=eng




Pour des informations supplémentaires concernant l'exposition
aux RF au Canada rendezvous sur :
http://www.ic.gc.ca/eic/site/smt-gst.nsf/eng/sf08792.html

Precautions for the use of the device

Do not use the ASUS product in this situation (Driving, in
airports, hospitals, gas stations and professional garages).

« Medical device interference: Maintain a minimum distance of
at least 15 cm (6 inches) between implanted medical devices
and ASUS products in order to reduce the risk of interference,
especially, during the phone call.

+  Kindly use ASUS products in good reception conditions in
order to minimize the radiation’s level.

Use the hand-free device, especially, during the
communication situation, in order to keep the device away
from pregnant women and the lower abdomen of the

teenager (Especially, using cell phone).
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GNU General Public License

Licensing information

This product includes copyrighted third-party software licensed
under the terms of the GNU General Public License. Please see The
GNU General Public License for the exact terms and conditions of
this license. All future firmware updates will also be accompanied
with their respective source code. Please visit our web site for
updated information. Note that we do not offer direct support for
the distribution.

GNU GENERAL PUBLIC LICENSE
Version 2, June 1991
Copyright (C) 1989, 1991 Free Software Foundation, Inc.
59 Temple Place, Suite 330, Boston, MA 02111-1307 USA

Everyone is permitted to copy and distribute verbatim copies of
this license document, but changing it is not allowed.

Preamble

The licenses for most software are designed to take away your
freedom to share and change it. By contrast, the GNU General
Public License is intended to guarantee your freedom to share
and change free software--to make sure the software is free for all
its users. This General Public License applies to most of the Free
Software Foundation’s software and to any other program whose
authors commit to using it. (Some other Free Software Foundation
software is covered by the GNU Library General Public License
instead.) You can apply it to your programs, too.

When we speak of free software, we are referring to freedom, not
price. Our General Public Licenses are designed to make sure that
you have the freedom to distribute copies of free software (and
charge for this service if you wish), that you receive source code or
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can get it if you want it, that you can change the software or use
pieces of it in new free programs; and that you know you can do
these things.

To protect your rights, we need to make restrictions that forbid
anyone to deny you these rights or to ask you to surrender the
rights. These restrictions translate to certain responsibilities for
you if you distribute copies of the software, or if you modify it.

For example, if you distribute copies of such a program, whether
gratis or for a fee, you must give the recipients all the rights that
you have. You must make sure that they, too, receive or can get
the source code. And you must show them these terms so they
know their rights.

We protect your rights with two steps: (1) copyright the software,
and (2) offer you this license which gives you legal permission to
copy, distribute and/or modify the software.

Also, for each author’s protection and ours, we want to make
certain that everyone understands that there is no warranty for
this free software. If the software is modified by someone else and
passed on, we want its recipients to know that what they have is
not the original, so that any problems introduced by others will
not reflect on the original authors’ reputations.

Finally, any free program is threatened constantly by software
patents. We wish to avoid the danger that redistributors of a free
program will individually obtain patent licenses, in effect making
the program proprietary. To prevent this, we have made it clear
that any patent must be licensed for everyone’s free use or not
licensed at all.

The precise terms and conditions for copying, distribution and
modification follow.



Terms & conditions for copying, distribution, & modification

0. This License applies to any program or other work which
contains a notice placed by the copyright holder saying it may
be distributed under the terms of this General Public License.
The “Program’; below, refers to any such program or work, and
a“work based on the Program” means either the Program or
any derivative work under copyright law: that is to say, a work
containing the Program or a portion of it, either verbatim or
with modifications and/or translated into another language.
(Hereinafter, translation is included without limitation in the
term “modification”) Each licensee is addressed as “you”.

Activities other than copying, distribution and modification are

not covered by this License; they are outside its scope. The act
of running the Program is not restricted, and the output from
the Program is covered only if its contents constitute a work
based on the Program (independent of having been made by
running the Program). Whether that is true depends on what
the Program does.

1. You may copy and distribute verbatim copies of the Program’s
source code as you receive it, in any medium, provided that
you conspicuously and appropriately publish on each copy
an appropriate copyright notice and disclaimer of warranty;
keep intact all the notices that refer to this License and to the
absence of any warranty; and give any other recipients of the
Program a copy of this License along with the Program.

You may charge a fee for the physical act of transferring a
copy, and you may at your option offer warranty protection in
exchange for a fee.
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2. You may modify your copy or copies of the Program or any

portion of it, thus forming a work based on the Program, and
copy and distribute such modifications or work under the
terms of Section 1 above, provided that you also meet all of
these conditions:

a) You must cause the modified files to carry prominent
notices stating that you changed the files and the date of any
change.

b) You must cause any work that you distribute or publish, that
in whole or in part contains or is derived from the Program or
any part thereof, to be licensed as a whole at no charge to all
third parties under the terms of this License.

¢) If the modified program normally reads commands
interactively when run, you must cause it, when started
running for such interactive use in the most ordinary way, to
print or display an announcement including an appropriate
copyright notice and a notice that there is no warranty (or
else, saying that you provide a warranty) and that users may
redistribute the program under these conditions, and telling
the user how to view a copy of this License. (Exception: if the
Program itself is interactive but does not normally print such
an announcement, your work based on the Program is not
required to print an announcement.)

These requirements apply to the modified work as a whole.

If identifiable sections of that work are not derived from the
Program, and can be reasonably considered independent and
separate works in themselves, then this License, and its terms,
do not apply to those sections when you distribute them as
separate works. But when you distribute the same sections

as part of a whole which is a work based on the Program, the
distribution of the whole must be on the terms of this License,
whose permissions for other licensees extend to the entire
whole, and thus to each and every part regardless of who
wrote it.

Thus, it is not the intent of this section to claim rights or contest
your rights to work written entirely by you; rather, the intent is
to exercise the right to control the distribution of derivative or
collective works based on the Program.



In addition, mere aggregation of another work not based on
the Program with the Program (or with a work based on the
Program) on a volume of a storage or distribution medium
does not bring the other work under the scope of this License.

. You may copy and distribute the Program (or a work based on
it, under Section 2) in object code or executable form under the
terms of Sections 1 and 2 above provided that you also do one
of the following:

a) Accompany it with the complete corresponding machine-
readable source code, which must be distributed under the
terms of Sections 1 and 2 above on a medium customarily used
for software interchange; or,

b) Accompany it with a written offer, valid for at least three
years, to give any third party, for a charge no more than your
cost of physically performing source distribution, a complete
machine-readable copy of the corresponding source code, to
be distributed under the terms of Sections 1 and 2 above on a
medium customarily used for software interchange; or,

¢) Accompany it with the information you received as to the
offer to distribute corresponding source code. (This alternative
is allowed only for noncommercial distribution and only if you
received the program in object code or executable form with
such an offer, in accord with Subsection b above.)

The source code for a work means the preferred form of

the work for making modifications to it. For an executable
work, complete source code means all the source code for all
modules it contains, plus any associated interface definition
files, plus the scripts used to control compilation and
installation of the executable. However, as a special exception,
the source code distributed need not include anything that
is normally distributed (in either source or binary form) with
the major components (compiler, kernel, and so on) of the
operating system on which the executable runs, unless that
component itself accompanies the executable.
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If distribution of executable or object code is made by

offering access to copy from a designated place, then offering
equivalent access to copy the source code from the same place
counts as distribution of the source code, even though third
parties are not compelled to copy the source along with the
object code.

. You may not copy, modify, sublicense, or distribute the

Program except as expressly provided under this License. Any
attempt otherwise to copy, modify, sublicense or distribute
the Program is void, and will automatically terminate your
rights under this License. However, parties who have received
copies, or rights, from you under this License will not have
their licenses terminated so long as such parties remain in full
compliance.

. You are not required to accept this License, since you have

not signed it. However, nothing else grants you permission to
modify or distribute the Program or its derivative works. These
actions are prohibited by law if you do not accept this License.
Therefore, by modifying or distributing the Program (or any
work based on the Program), you indicate your acceptance

of this License to do so, and all its terms and conditions for
copying, distributing or modifying the Program or works based
onit.

. Each time you redistribute the Program (or any work based

on the Program), the recipient automatically receives a license
from the original licensor to copy, distribute or modify the
Program subject to these terms and conditions. You may not
impose any further restrictions on the recipients’ exercise of
the rights granted herein. You are not responsible for enforcing
compliance by third parties to this License.



7. If, as a consequence of a court judgment or allegation of patent

infringement or for any other reason (not limited to patent
issues), conditions are imposed on you (whether by court order,
agreement or otherwise) that contradict the conditions of this
License, they do not excuse you from the conditions of this
License. If you cannot distribute so as to satisfy simultaneously
your obligations under this License and any other pertinent
obligations, then as a consequence you may not distribute

the Program at all. For example, if a patent license would not
permit royalty-free redistribution of the Program by all those
who receive copies directly or indirectly through you, then the
only way you could satisfy both it and this License would be to
refrain entirely from distribution of the Program.

If any portion of this section is held invalid or unenforceable
under any particular circumstance, the balance of the section
is intended to apply and the section as a whole is intended to
apply in other circumstances.

It is not the purpose of this section to induce you to infringe
any patents or other property right claims or to contest
validity of any such claims; this section has the sole purpose
of protecting the integrity of the free software distribution
system, which is implemented by public license practices.
Many people have made generous contributions to the wide
range of software distributed through that system in reliance
on consistent application of that system; it is up to the author/
donor to decide if he or she is willing to distribute software
through any other system and a licensee cannot impose that
choice.

This section is intended to make thoroughly clear what is
believed to be a consequence of the rest of this License.

. If the distribution and/or use of the Program is restricted in
certain countries either by patents or by copyrighted interfaces,
the original copyright holder who places the Program under
this License may add an explicit geographical distribution
limitation excluding those countries, so that distribution is
permitted only in or among countries not thus excluded. In
such case, this License incorporates the limitation as if written
in the body of this License.
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9. The Free Software Foundation may publish revised and/or new
versions of the General Public License from time to time. Such
new versions will be similar in spirit to the present version, but
may differ in detail to address new problems or concerns.

Each version is given a distinguishing version number. If the
Program specifies a version number of this License which
applies to it and “any later version’, you have the option of
following the terms and conditions either of that version or of
any later version published by the Free Software Foundation. If
the Program does not specify a version number of this License,
you may choose any version ever published by the Free
Software Foundation.

10. If you wish to incorporate parts of the Program into other free
programs whose distribution conditions are different, write to
the author to ask for permission.

For software which is copyrighted by the Free Software
Foundation, write to the Free Software Foundation; we
sometimes make exceptions for this. Our decision will be
guided by the two goals of preserving the free status of all
derivatives of our free software and of promoting the sharing
and reuse of software generally.



NO WARRANTY

11. BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE,
THERE IS NO WARRANTY FOR THE PROGRAM, TO THE EXTENT
PERMITTED BY APPLICABLE LAW. EXCEPT WHEN OTHERWISE
STATED IN WRITING THE COPYRIGHT HOLDERS AND/OR OTHER
PARTIES PROVIDE THE PROGRAM “AS IS"WITHOUT WARRANTY
OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING,
BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE.
THE ENTIRE RISK AS TO THE QUALITY AND PERFORMANCE OF
THE PROGRAM IS WITH YOU. SHOULD THE PROGRAM PROVE
DEFECTIVE, YOU ASSUME THE COST OF ALL NECESSARY
SERVICING, REPAIR OR CORRECTION.

12. IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR
AGREED TO IN WRITING WILL ANY COPYRIGHT HOLDER, OR
ANY OTHER PARTY WHO MAY MODIFY AND/OR REDISTRIBUTE
THE PROGRAM AS PERMITTED ABOVE, BE LIABLETO YOU FOR
DAMAGES, INCLUDING ANY GENERAL, SPECIAL, INCIDENTAL
OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE
OR INABILITY TO USE THE PROGRAM (INCLUDING BUT NOT
LIMITED TO LOSS OF DATA OR DATA BEING RENDERED
INACCURATE OR LOSSES SUSTAINED BY YOU OR THIRD PARTIES
OR A FAILURE OF THE PROGRAM TO OPERATE WITH ANY OTHER
PROGRAMS), EVEN IF SUCH HOLDER OR OTHER PARTY HAS
BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

END OF TERMS AND CONDITIONS
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Thong tin an toan

Khi sir dung san phdm nay, hay luén tuan tha cac bién phap
phong ngtra an toan co béan, ké cd nhung khong gi6i han & nhiing
diéu sau:

| & CANH BAO!

« Phai cam (cac) day bé nguén vao (cac) 6 cam dién cé ndi dat

phu hop. Chi két néi thiét bi véi 6 cdm dién gan d6 noi ban dé
ti€p can.

Néu adapter nguén bi hdng, khong dugc tu'y stta chifa nd. Lién
hé vé&i nhan vién bdo tri chuyén nghiép hoac dai ly ban 1é cla
ban.

« KHONG st dung cac day dién, thu kién hodc cac thiét bi ngoai

vi khac bi héng.
KHONG gén thiét bi nay [én cao han 2 mét.

« St dung sdn pham nay trong cac maéi trudng cé nhiét do xung

quanh tir 0°C (32°F) dén 40°C (104°F).

Doc hudng dan st dung va pham vi nhiét d6 c6 san trudc khi st
dung san pham.

Déc biét chi y dén su an toan ca nhan khi st dung thiét bi nay
tai san bay, bénh vién, tram xang va gara chuyén nghiép.

- Nhiéu thiét bi y té: Duy tri khoang cach t6i thiéu it nhat 15 cm

(6 inch) gilta cac thiét bi cdy ghép y té va cac san pham ASUS dé
gilp gidam nguy co nhiéu song.

Vui long st dung cac san pham ASUS trong diéu kién thu song
t6t dé giup gidm thiéu muc do buc xa.

- Dt thiét bi tranh xa phu nit mang thai va vuing bung dudi clia

thanh thiéu nién.

KHONG s(r dung san phdm nay néu ban c6 thé nhin thdy ré cac
6i trén san pham hoac san pham bi uét, bi hdng hoac bi stra
déi. Tim kiém dich vu stra chira dé dugc hé tra.



/1 CANHBAO!

« KHONG dit may tinh & nai lam viéc khéng bang phang hodc
khong chac chan.

KHONG dat hoac tha cac vat dung 1én san phdm. Tranh dé san
phdm bi va cham ca hoc nhu nghién nat, uén cong, dam thang
hodc cat nhé.

« KHONG théo rdi, m&, cho vao 10 vi soéng, dét, son hodc nhét bat

ky vat la ndo vao san pham nay.

Xem nhén céng suat & phia dudi san pham clia ban va dam bao
adapter nguén pht hgp véi cong suat do.

« Dt sdn pham trdnh xa cac nguén Ida va nhiét.

KHONG dat hodc st dung méy tinh gan chét Iong, nudc hodc
hai am. KHONG st dung san pham trong khi c6 giéng béo.

- K&t ndi riéng cdc mach dau ra PoE clia sdn pham nay véi mang

PoE ma khong can dinh tuyén dén cac ca s bén ngoai.

- D& phong tranh nguy ca giat dién, hay rat cap nguén khoi 6

cam dién trudc khi di doi hé thong.

Chi st dung cac phu kién da dugc nha san xuat thiét bi cap
phép dé hoat dong tét véi mau thiét bi nay. St dung céc loai
phu kién khéac c6 thé vo hiéu hda ché do bao hanh hoic vi
pham céc quy dinh va luat phap dia phuong, dong thai co
thé gay ra rli ro vé an toan. Hay lién hé vai dai ly ban 1é tai dia
phuong dé biét cac phu kién chinh hang c6 sdn hay khéng.

» St dung san pham nay theo cach khdng dugc khuyén nghi

trong cac huéng dan kém theo c6 thé dan dén nguy co hda
hoan hodc gay thuong tich ca nhan.
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Dich vu va Hé tro

Truy cap trang web da ngdn ngl cla ching toi tai
https://www.asus.com/support/.
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